A GUIDE TO FACEBOOK’S PRIVACY OPTIONS

- Turn on Secure Browsing to help prevent eavesdroppers from reading your Facebook posts or guessing your password.
- Adjust your Security Settings to protect your Facebook account.
- Your new device will not be able to log in without this code.
- For extra protection, turn on Login Approvals to have Facebook send a special security code to your mobile phone whenever you try to login to Facebook from a new device. If someone steals your Facebook password, they will not be able to log in without this code.
- Visit the Apps settings to limit the amount of information each app can access and also make sure apps don’t post on your timeline if you don’t want them to. You can visit your friends list, or even if you don’t like those apps, disable Instant Personalization if you don’t want Facebook to share your information with partner websites.
- You can change the settings for who sees your future posts here, but be careful if you change your settings for an individual post, your settings will change for all future posts or if you change the settings again.
- Click here to change the settings for who sees your future posts here, but be careful if you change your settings for an individual post, your settings will change for all future posts or if you change the settings again.
- Click here to access timeline and tagging settings, app privacy settings and more. For example, if you’ve previously shared some posts too widely, use the Location button for posts you’re shared with friends of friends or public options to change the sharing setting to Friends for all your past posts.
- If you like or comment on a post, your comment will be seen by the friends of the person who posted it or a wider audience, depending on that post’s privacy settings.
- Click the gear icon to access Account Settings, where you will find additional privacy-related settings.