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Executive summary

While there has been progress towards making SIP-based networks a reality, much work remains to be done before SIP is ready for large-scale carrier deployment.  There are many questions that still need to be answered and issues to be addressed:

· The status of SIP-related standardization efforts has been slowing deployment.

· Based on the responses and presentations received, it appears that there are currently very few SIP deployments in carrier networks and few firm plans for SIP deployment in the next two years

· For existing networks, the arguments against immediate migration from TDM or H.323 to SIP outweigh the potential benefits

· Little concrete evidence was cited to support claims of CAPEX or OPEX reduction from SIP deployment

· There is no certainty among RFI respondents regarding an increase in revenue for operators or service providers deploying SIP services in public networks

· Some network operators have experienced significant difficulties in interworking different vendors’ products in laboratory trials of both SIP to SIP and SIP to legacy network element interoperability. In contrast with the initial objectives of SIP, operators are driven towards single vendor solutions.  
· Efforts to provide lawful intercept and emergency services will be hampered by the nature of SIP-based networks. Resolution will be driven by the legal and regulatory community as well as work underway in 3GPP/3GPP2.

· With all technologies, the creation of service logic is a relatively small part of the overall task of developing and deploying a service. This will remain the case with SIP. Hence SIP will not significantly shorten the time from service concept to service deployment. Claims of rapid service creation are typically not taking into account the aspects that consume the most time.

· A solution for service creation must provide a way to define how the service will be provisioned, and how billing data and measurements are collected. These concerns have not been addressed in some SIP product lines.
· The scalability of the stateful proxies and back-to-back user agents (B2BUAs) needed to provide enhanced services and billing capabilities is a major issue for carriers.
· Carriers have difficulty comparing SIP vendors’ products because vendors use different scalability metrics
· NAT and firewall traversal is a major issue limiting the deployment of SIP

· A standard framework for basic authentication and privacy of SIP-based communication is required

· Because SIP opens network signaling and traffic to a much greater degree than the SS7-based circuit network, it creates a variety of new security issues for carrier networks.  These include:

· Interception of signaling and media traffic

· Introduction of malicious traffic through open interfaces to SIP endpoints or other networks

· The need to authenticate endpoints through insecure networks

· Securing network and service management interfaces based on open standards.
· In private/enterprise networks, QoS is normally achieved by over-provisioning of equipment. It is not clear whether this is adequate or appropriate for carrier networks. The use of Back-to-Back User Agents can decrease QoS because their failure leads to loss of calls in progress rather than simply loss of calls during set-up.  However, they are a solution to the requirement to control the media stream.

· Delay is widely recognized as the major QoS problem with VoIP solutions. SIP deployments can further decrease QoS by introducing additional delay as a result of mechanisms such as dynamically controlled firewalls, bandwidth QoS control, middlebox, application level gateway and access proxy architecture.

With the exception of presence-based services, while many service provider applications might be best suited for SIP, our respondents and presenters were unable to identify applications that would clearly justify SIP deployments.  

Calls for action to the industry include:

· To encourage large-scale SIP deployment, the SIP community should be able to provide information to carriers that would help alleviate their concerns regarding the economic reasons for deploying SIP

· Work on the creation of SIP services should acknowledge the presence of multiple sources for services and the possibility for interactions, and provide some mechanism to control them

· Interfaces for service creation must at a minimum address the key operational issues.  This needs to become a focus of work on service creation techniques and open interfaces for service creation done by the SIP community in JAIN and in the IETF.  

· The lack of a standard development environment for services is a barrier to service portability and as a result impedes investment in building services with existing non-standard tools.  Work is beginning in JAIN to standardize a service creation environment based on the JAIN standards.  We feel that alignment around such a standard would help create momentum for service development and deployment.

· Certified interoperability provided by the SIP community would facilitate more rapid deployment of SIP   

· Security needs to be a primary concern in developing all standards for 3rd party service creation (we understand Parlay’s focus on security), and in developing standards for SIP-based application servers such as those recommended by IETF and the Softswitch consortium

· Standard bodies should address the following scalability issues:

· Establish common agreement on the appropriate metrics for scalability of SIP networks and applications

· Address the interrelationship of scale, performance, and reliability of SIP-based networks and applications 

· Studies must clearly identify the context in which the results apply (for example, session statefulness and B2BUA deployment)
· It is apparent that more work needs to be done by the SIP community in establishing QoS measurements and corresponding tools for delivery of certain enhanced services in SIP-based networks.  The standard measures of QoS for voice service apply to voice services delivered via SIP, but new measures are needed for non-voice or “semi-realtime” services such as instant messaging.

Process and Methodology
RFI Development

VASA is a consortium of network operators, service providers and vendors with members from North America, Europe and Asia. A key objective of VASA’s mission is to provide informed, independent evaluation of the global options for the development and delivery of services across multiple technologies in next generation networks.

VASA decided to raise an RFI to the industry to evaluate the status of SIP deployments, as SIP has been identified as the leading candidate protocol for the deployment of services in next generation networks. The objectives of the RFI were to:

· Identify and catalog planned and generally available SIP-enabled products and solutions

· Develop a snapshot of SIP deployments today

· Catalogue planned deployments over the next two years

· Assess how successfully SIP addresses requirements where previous technologies failed

· Identify the service provider applications and service architectures that are best suited to the use of SIP-based products and solutions

· Understand how SIP can be used to complement current technologies.

The RFI was developed with input from the following service providers and network operators:

· BellSouth

· Chunghwa Telecom

· Equant

· France Telecom 

· SBC

· Sprint PCS

· Telecom Italia Lab

· VeriSign

· Verizon

· WorldCom.

Invited Responses

The RFI was sent to VASA members, industry experts and relevant non-member companies and organizations to obtain information concerning the current and expected use of SIP. The following points were suggested as guidelines for the potential scope of responses:

· SIP in an all IP network with SIP endpoints

· SIP in support of VoIP for telephony endpoints

· SIP Application servers

· SIP in association with Softswitches

· SIP as an addition to IN SCPs – PINT, SPIRIT applications

· SIP in addition to presence servers and presence applications-- SIMPLE and IMPP applications.

Responses

VASA was pleased to receive responses from the following companies: 

· Alcatel

· Agilent

· BellSouth

· BeVocal

· Bull

· Cisco

· Convedia

· ECTel

· Indigo

· Kagoor

· Leapstone

· Lucent

· Marconi

· NetCentrex

· Pactolus

· Pelago

· Personeta

· Pingtel

· Ubiquity

· VeriSign.

In addition, VASA received comments from Equant and SBC, as well as a presentation from Telecom Italia Lab.

The responses provided extensive information on the subject from many different aspects. It is notable that no responses covered the use of SIP in third generation mobile networks as specified by 3GPP and 3GPP2. This is probably because the scope of the RFI was deployments of SIP today and in the next two years.

VASA was disappointed that some prominent players in the industry did not respond and in particular that the SIP Forum failed to take this opportunity of extending its expertise to a wider community.

Evaluation

A selection of those responding to this RFI were invited to present their opinions during a VASA meeting hosted by Telecom Italia Lab. in June 2002 in Turin, Italy. 

Presentations were given by the following companies:

· Alcatel

· Bull

· Cisco

· ECTel

· Indigo

· Leapstone

· Lucent

· NetCentrex

· Pelago

· Personeta

· Pingtel

· Telecom Italia Lab

· Ubiquity

· VeriSign.

Following that meeting the evaluation process has been completed in the following further phases:

· Preparation of a summary of the responses and presentations

· Analysis of specific subject areas across all presentations by experts from within the VASA membership

· A member meeting in Washington DC in September 2002 to formulate conclusions

· Preparation of a final report.

This report is broken down into a number of major analysis sections, based on the original RFI and on members’ views of critical areas that emerged from the analysis.  Specific calls to action follow the analysis section.

It is important to understand that this report is based on the responses received to the RFI. As such, we appreciate that there are some limitations arising from the failure of some key players to respond to the RFI. However, we feel that a report arising from an analysis of the collective views of the extensive range of participating companies adds significant value to the understanding of the state of deployment of SIP within the industry today and over the next two years.

VASA was able to meet three of its six objectives for the RFI: 

· Identify and catalog planned and generally available SIP-enabled products and solutions (partially met objective)

· Assess how successfully SIP addresses requirements where previous technologies failed

· Understand how SIP can be used to complement current technologies.

We were unable to fully meet another three objectives:

· Develop a snapshot of SIP deployments today

· Catalogue planned deployments over the next two years

· Identify the service provider applications and service architectures that are best suited to the use of SIP-based products and solutions.

Lack of information on current or planned deployments made it impossible to develop a comprehensive view of actual deployments.  It appears that there are very few SIP deployments in carrier networks, and few firm plans for any large-scale deployments in the next two years.  In part, the current reductions in capital expenditures have slowed deployments of any new technology or equipment.

With the exception of presence-based services, while many service provider applications might be best suited for SIP, our respondents and presenters were unable to identify applications that would clearly justify SIP deployments.  

Analysis 

The Importance of SIP
The many roles and architectural models for SIP that were presented in the responses show the versatility of the protocol. The role most often mentioned by respondents was to provide for migration from TDM to IP and for interworking between TDM and packet (including H.323) for public networks.  This is clearly not the role envisioned when SIP was first developed, and consequently it has been found that SIP extensions are needed to meet carrier requirements in this migration/interconnection scenario. 

Some vendor responses proposed SIP for Class 5 replacement and pointed to SIP as a means to minimize the impact of regulatory requirements on growth.  Several other responses expressed doubt about the ability of SIP to support Class 5 services.

While many roles for SIP were proposed, and at least four broad architectural categories of SIP deployments can be identified, there is an additional way to look at the responses on the role of SIP.  There seem to be two distinct paradigms involved: 

· A stateless model or distributed peer to peer control (typically best effort)

· A stateful model, with QoS, billing, etc. and centralized network control.  

Much of this VASA analysis focuses on the carrier grade model, which encompasses many of the roles and architectural categories proposed by respondents.  

SIP-Based Network Deployments

There is a disparity between the opinions of vendors and those of operators as to the timescale for substantial deployment of SIP in carrier networks.  Generally, the outlook of vendors was much more optimistic than the outlook of the operators.

From comments made by both vendors and operators, it appears that the status of SIP-related standardization efforts has been slowing deployment.  Current implementations are based on multiple IETF drafts.  SIP allows for protocol extensions, but this flexibility leads to non-interoperable products from an application feature perspective.  A number of additional extensions are needed to match TDM feature offerings. 

Responses regarding SIP deployment status ranged from “under investigation” to “deployment”, with the bulk of the replies indicating some level of trial activity.  Not unexpectedly, vendors are more liberal in the use of the term deployment (e.g., “currently deploying …(target 2H/2002)”, “ready for SIP deployment”, or “lab deployment”) while operators were less optimistic about early deployments.

Based on the responses and presentations received, however, it appears that there are currently very few SIP deployments in carrier networks and few firm plans for SIP deployment in the next two years.   Responses and presentations did indicate that 2003 will see an increase in the maturity of products and some small-scale deployments and trials.

Services

One of VASA’s objectives in issuing the RFI was to identify the service provider applications and service architectures that are best suited to the use of SIP-based products and solutions.  To facilitate analysis, VASA members classified the long list of applications from responses as follows: 

· Integrated/converged services (unified communications, true multi-modal applications, applications built on presence, instant messaging, conferencing, IVR and other media manipulation capabilities)

· Web enabled communications  (click to dial, web initiated conferencing, address book dialing) 

· Call routing (intelligent call routing/call forwarding, click2dial)

· Presence-based (calling & conferencing, presence migrating to voice, find me/follow me, presence-based call routing)
· Card services (prepaid calls, card services ((pre and postpaid)), prepaid messaging and gaming)

· User programmability/provisioning (user programmable services such as one number/find me follow me, user developed services, self provisioning, JAVA-developed applications)
· Messaging (instant messaging and IVR, presence, unified messaging/unified communications, multimedia mail)
· Conferencing (internet video conferencing, meet me conferencing or conferencing on demand, IP-based conferencing)
· Voice/speech technology related applications (voice e-mail, network based speech recognition applications, voice activated name dialing)

· Consumer (e-learning, distributed gaming, arcade, e-commerce)
· Enterprise (ASP services, CTI, IP Centrex and hosted PBX, automated teleworking, network call/contact centers)
· IP off-load.

While many reasons were given why SIP is a superior service delivery technology, no solid detail was given to support these claims. During discussions at the mid-year meeting, presenters were asked if the services and applications mentioned could be delivered using H.323 or even in TDM networks instead of SIP.  Other than presence and instant messaging-based services, presenters were not able to list services that would require or justify the expense of SIP deployment.  

Specific discussion regarding SIP versus H.323 yielded the following conclusions: 

· There seem to be few incremental VoIP capabilities of SIP over H.323 

· Presence and instant messaging are the only services identified where SIP may have an advantage.
Business Models

The deployment of SIP has been hindered by the fact that many operators currently require capital investments to have a payback period of less than one year.  With unproven revenue streams from SIP services and problems with OSS and network integration, it seems unlikely that incumbents will make the case for large scale SIP deployment in the near future. The case for a short payback period is more solid in newer networks (either ASPs or unregulated subsidiaries of incumbents) where integration needs will be few and regulatory requirements aren’t a factor.  In either case, a solid revenue stream is necessary.

As has historically been the case with new technologies, proponents have presented SIP as a technology that can drive a new, more positive business model for the ailing telecom industry. This position was not reflected in the RFI responses. Many responses and presentations showed SIP as a protocol for enhancing existing networks and migrating towards all-IP networks, without any change in business model implied.  No response or presentation advocated the need for a new business model to drive the introduction of SIP.

While it appeared that the arguments against immediate migration to SIP far outweigh potential benefits, several responses mentioned SIP as a way to leverage investment in an existing TDM network.  SIP allows both IP and PSTN-based access and can be used to add new services or to enhance existing ones.  However, one presentation warned that this migration scenario is the “worst situation of all” and only increases expenses due to increased complexity and difficult integration challenges.

Key conclusions from responses, presentations and discussions regarding the business model for deploying SIP are:

· Concerns about privacy, security, scalability and billing are all roadblocks affecting the business case for SIP deployments in large public networks

· For existing networks, the arguments against immediate migration from TDM or H.323 to SIP outweigh the potential benefits

· The business case for SIP in greenfield situations may be better than that for migration.  However, examples of services in greenfield situations did not show charging and billing capabilities

· Little concrete evidence was cited to support claims of CAPEX or OPEX reduction from SIP deployment

· There is no certainty among respondents regarding an increase in revenue for operators or service providers deploying SIP services in public networks 

Interoperability

There is no general agreement that SIP is the best protocol where interoperability is concerned.  Most vendors find that the SIP standard is still immature and sometimes imprecise. Issues arise during interoperability testing as a result of different interpretations of standards by the vendors involved.  Vendors generally agree that these issues can be resolved by jointly reviewing the standard and the non-compliant party agreeing to resolve the error in implementation.

Handling of user dialogs and DTMF is an interoperability issue that was mentioned in some responses.  The responses pointed out that many services involve voice dialogs with the customer where DTMF is used for user response.  To avoid problems in detecting tones that have undergone low bit rate coding or packet loss, these tones are detected in gateways, and signaling messages used to relay information.  Unfortunately there is no widely agreed upon standard for these signaling messages and this affects the ability to selectively enable/disable tone detection and convey timing information accurately.

Some of the vendors and operators responding to the RFI feel that the standard lacks the functionalities that are critical in deploying even medium-complex services, leaving vendors to fill the gaps with proprietary extensions.  Because there is no arbitrage among these proprietary solutions, there is no convergence to a common standard.

It is important to note that as envisioned, SIP networks will interconnect a large number of distributed network elements.  Most vendors believe this will result in increased interoperability risks.  Vendors also believe this can have impact on reliability/manageability of the network.

Key findings in the analysis of responses include:

· SIP is a promising protocol but lacks non-proprietary extensions for the provision of most traditional PSTN services

· Full interoperability requires a single vendor solution; work-arounds and proprietary solutions are typically required for multi-vendor interoperability

· Much work remains to be done on the standards to address known and anticipated interoperability issues between SIP-SIP and SIP-legacy network elements.

Government Mandated Services

VASA analysis of the responses showed that there is still a great deal of work that needs to be done to enable carriers to provide viable solutions for government mandated and numbering services.  Many respondents noted that IP-based networks have not been included in regulatory mandates so far, but some believe that they eventually will be regulated.  Some of the vendors responding stated that while they have not totally addressed solutions, they are using their development resources in areas of higher priority and will work on mandated services at a later date. 

There are two issues that will determine the degree of effort that will be required of SIP-based vendors to support mandated services.  

· What will be the role of SIP within a network? Will SIP be used only to enable delivery of services within a network infrastructure that is responsible for providing the mandated services or will SIP enable the entire infrastructure?  If SIP based services are an “overlay” on a network being controlled with other protocols and employing various network elements, then it may well be that vendors of SIP solutions for services do not have to concern themselves with government mandated issues.

· The second question is one of legal direction – efforts in these areas will be largely driven by legal requirements.  At this time governments have taken a hands-off attitude with IP development.  Mandates and requirements have not been imposed.  If this changes to the point that IP-based networks come under the same rules and regulations as existing networks, then vendors as well as service providers will have greater incentive to complete development in these areas.

Key conclusions from responses, discussions and presentations regarding the regulatory and numbering issues in a SIP environment are:

· Even though many governments mandate number portability, most respondents viewed number portability as a network infrastructure service and not applicable to vendors who are focused only on providing SIP-based services

· Lawful intercepts will be difficult to perform in SIP-based networks as they are currently designed. 

· Currently the focus of SIP usage for both operators and vendors is additional revenue-earning services to supplement existing capabilities.  Hence, none of the mandated services are a priority for investment.

· Location-based emergency services are difficult to deliver where there is access anywhere, anytime and from any device

· Many respondents are taking a wait-and-see attitude on ENUM.  They see no business case for developing or deploying it today.
Service Creation

The RFI process revealed that there are many different models and aspects of service creation.  What techniques are appropriate and what issues arise depend in large part on the chosen model.  In a SIP architecture, service creation can be considered for:


· The user agent of a SIP client (e.g. a SIP phone).  


· A network element providing call control via a SIP proxy (e.g. a softswitch or application server)


· A network element providing a media control function (e.g. a media gateway or a media server).

Comments from responses and presentations received have led to the following conclusions:

· SIP will have no major impact on the ease of network service creation – this is more a function of the maturity of the Service Creation tools themselves.
· SIP addresses call or session control.  Most services additionally require media interactions (e.g. IVR, ASR), a topic addressed not by SIP but by media and user dialog interfaces such as VoiceXML.  Standards and tools for these are not sufficiently mature to build services independent of the specific media servers.

· Multiple SCEs will coexist to meet different needs in SIP-based networks.

· Services that are introduced into existing network architectures based on earlier technologies (AIN or IN) will interact with existing services built within those technologies, and contend for the same triggering events and resources.  Resolving the interactions in a way that allows the new services to be introduced without rewriting or changing the existing ones is generally a requirement and one that will require interworking of SIP and other call control models and protocol independent APIs such as JAIN/JCC.  
· Even within networks entirely based on SIP, carriers will want to mix and match services created on different service creation and execution platforms; requiring feature management. Little work has been done on this topic. 
· Because of the flexibility afforded by SIP it is of critical importance to understand the kinds of services that a carrier wishes to enable in order to decide which interfaces and architectures will best support them.

· The graphical or building block service creation interfaces provided by some vendors may be adequate for simple service customization by carriers or end users, but experience has shown that creation of new services almost always requires new programming to APIs, and we do not expect SIP to be any different.

· In all technologies, the creation of service logic is a relatively small part of the overall task of developing and deploying a service. This will remain the case with SIP. Hence SIP will not significantly shorten the time from service concept to service deployment. Claims of rapid service creation are typically not taking into account the aspects that consume most time.

· The most difficult issues in creation of service support often involve integration of the solution with carrier and vendor-specific support systems
· A solution for service creation must provide a way to define how the service will be provisioned, how billing and measurements are collected. These requirements have not been addressed in some vendors’ solutions.
Scalability  

A communications system’s architecture is said to be scalable when an increase in the amount of traffic to be handled leads to a linear increase in the amount or power of the equipment required for handling the traffic. An architecture is not scalable when the amount or power of equipment increases exponentially to the increase in the amount of traffic.

Many RFI respondents noted that SIP-enabled architecture and products are scalable due to the distributed nature of SIP and that SIP networks inherit the scalability characteristics of IP networks in general. However, the requirements imposed on SIP architectures to meet the needs of carrier networks do lead to some scalability issues. These requirements include both the need to maintain call (session) state (as distinct from simply the transaction state) within the network in order to implement services such as prepaid, and the need for service logic to have control of the media stream in order to be able to terminate that stream.

The scalability of stateful proxies and back-to-back user agents (B2BUA) is a major issue. Stateless proxies scale well, but few respondents mentioned they had implemented stateless proxies. This is because the focus of most of the respondents is the carrier market, and most respondents and members felt that “interesting” services in this marketplace require stateful proxies.  This view was taken regardless of the acceptance that for a scalable SIP architecture, stateless proxies must be available at the core of the SIP infrastructure.

There was limited discussion on the issue of scalability and performance in the RFI responses, but more extensive discussion in the meetings.  Some respondents mentioned that call stateful proxies are less scalable, and one respondent correctly pointed out that there will be more call stateful proxies in a SIP enabled carrier network than stateless ones. What does that mean for performance?  No respondent really answered a question of how to directly scale call stateful B2BUAs. The use of DNS SRV records might help, but as one respondent noted, the end user SIP clients would have to support DNS SRV records in order for this solution to even to begin to address the problem. 

The relationship between scalability and performance is very important, as it directly affects QoS. Scalability limitations may lead to increased call set-up delay as servers fail to process a large number of simultaneous SIP sessions quickly.

There needs to be some agreement among vendors on meaningful scalability metrics. If vendors were to provide the same metrics for each product, purchasers of the products could make more informed buying decisions.  More information is needed in this area in order for SIP-enabled products to become widely accepted as “carrier grade".

Key findings in the analysis of responses include:

· The scalability of stateful proxies and back-to-back user agents (B2BUAs) needed to provide enhanced services and billing capabilities is a major issue for carriers
· Carriers have difficulty comparing SIP vendors’ products because vendors use different scalability metrics.
Security

Security was cited by some respondents as a major concern that is blocking broader deployment of SIP in carrier networks.   

Work is in progress to support solutions to these issues through standardization efforts in the IETF.  It is important to realize that security for open networks is both more challenging and less mature. Third party service creation is a key benefit of SIP networking; however it is also a major potential security issue. 

Protection of user privacy is a significant issue as well.  Solutions for protection of information like calling number in the PSTN will not translate easily to an open SIP-based network where untrusted participants can directly receive SIP signaling.  The interaction of SIP and TLS or IPSec is not well defined. For example, what identity fields in SIP correspond to identity fields in TLS (or IPSec)?  This needs to be addressed in order to insure smooth interworking of different equipment.

Conclusions from VASA’s analysis on security in SIP-based networks include:

· NAT and firewall traversal is a major issue limiting the deployment of SIP

· A standard framework for basic authentication and privacy of SIP-based communication is needed.  

· Because SIP opens network signaling and traffic to a much greater degree than the SS7-based circuit network, it creates a variety of new security issues for carrier networks.  These include:

· Interception of signaling and media traffic

· Introduction of malicious traffic through open interfaces to SIP endpoints or other networks

· The need to authenticate endpoints through insecure networks

· Securing network and service management interfaces based on open standards.
OAM&P 

The OAM&P analysis s broken down into five areas: Provisioning, Billing, Element Management, Alarms and Logs and Metrics.

Billing in all the responses refers to the collection of Call Detail Records rather than bill presentation or settlement.  Provisioning refers to higher level or subscriber level information whereas element management applies to lower level network component configuration (such as routing information).

One of the most widely discussed issues during the presentations at VASA’s mid-year meeting was where to collect and aggregate data needed for charging and billing, particularly if the carrier or network operator does not control the media stream.  The most common point of view was that while CDRs should be generated ‘in network’ by stateful components (for example, softswitches, application servers, stateful proxies and service brokers), interfaces to existing systems and relational databases would provide the billing function as they do today.

Options for Element Management include interfacing to existing capabilities such as SNMP.  The other most often mentioned option was GUI interfaces on SIP components.  Error and Alarm management also include SNMP traps and collection through existing service management points.  It appears that in the opinion of those responding, little OAM&P development will be required to support SIP-based systems.

While not a lot of detail was provided in answer to these questions, respondents generally indicated that logging functionality was performed in the process of collection billing information rather than in collecting metric information.  For the most part, logging would be done by way of peg counts in application servers.  

Conclusions from VASA research indicate that there is a wide variety of approaches to providing OAM&P functions for SIP-enabled components.  Provisioning was generally thought to be implemented via self-subscription interfaces and maintenance by the subscriber.  While the exact method varied among vendors, the general outcome is the same: integration of SIP components into existing provisioning systems.

Quality of Service

Responses to VASA’s RFI showed that QoS is still a major concern for SIP-based networks. For SIP- based sessions, QoS as perceived by the user can be classified into two categories:

· Service quality due to the session establishment

· Service quality due to the media stream.

Session establishment (including call completion probability and call establishment time) is a direct function of SIP, and the focus of most respondents’ comments.  Of course, RTP media stream quality does not depend on the SIP protocol, but depends on more general IP QoS mechanisms.  

Service quality due to session establishment includes aspects such as call completion probability and call establishment time. When the call completion probability falls, the user perceives a lower quality from the provider. Similarly, as the call establishment time decreases, the perceived quality of service to the user increases. The service quality due to session establishment closely depends on the network provisioning, which itself depends on the ability to make appropriate network measurements. 

Voice QoS in high call volume situations needs much improvement, due to scalability limitations of SIP servers and proxies.  Support of a large number of simultaneous SIP sessions can threaten QoS by increasing the probability of call blocking.  Scalability limitations can cause failure of servers to process these requirements quickly, resulting in call setup delay.

Respondents to the RFI specifically addressed the issue of network provisioning and network traffic measurements. While suitable provisioning of IP networks to support the needs of a multitude of applications (including but not limited to SIP based applications) can be challenging, most respondents indicated the availability of suitable tools for the purpose. Once the appropriate data is collected (either actively or passively), data processing tools convert the data into relevant metrics, which can then be readily used to determine appropriate network provisioning.

Important SIP-specific issues currently affecting carrier network deployments can be summarized as follows:

· Poor call setup, call dropout problems and poor voice QoS have been observed in SIP networks 

· QoS currently has only been achieved with single-vendor deployments. There are no agreed mechanisms to enable multi-vendor solutions today.

· In private/enterprise networks, QoS is normally achieved by over-provisioning of equipment. It is not clear whether this is adequate or appropriate for carrier networks. 

· The use of back-to-back user agents can decrease QoS because their failure leads to loss of calls in progress rather than simply loss of calls during set-up. However, they are a solution to the requirement to control the media stream.

· Delay is widely recognized as the major QoS problem with VoIP solutions. SIP deployments can further decrease QoS by introducing additional delay as a result of mechanisms such as dynamically controlled firewalls, bandwidth QoS control, middlebox, application level gateway and access proxy architecture.

While carrier deployments of SIP should be planned with all of these concerns in mind, work is underway on SIP extensions (such as SDP ((Session Description Protocol)), QoS extensions and resource reservation interactions with SIP) that will increase QoS in SIP-based networks.

General IP QoS problems were also discussed in some responses.  It is clear that support for multiple codecs is needed to reduce voice QoS problems.  One characteristic of SIP that actually increases QoS is the ability to indicate in a SIP INVITE which codecs are supported before a session begins.

Further work on industry standards for data capturing and subsequent provisioning mechanisms will be needed to ensure QoS across domains.

Calls for Action

The SIP community has already launched some initiatives to make SIP suitable for large-scale carrier deployment.  However, it appears that many of the issues identified during the RFI analysis process are not being addressed.  The following calls for action are meant to assist the SIP community and SIP vendors in prioritizing efforts to address what VASA members have identified as the most pressing issues regarding deployment of SIP in large-scale carrier networks.

Call For Action: SIP Deployments

To encourage large-scale SIP deployment, the SIP community should be able to provide information to carriers that would help to alleviate their concerns regarding the economic reasons for deploying SIP:

· Provide results of interoperability testing to carriers.  This will save them time and resources in having to redo the testing in their own labs.

· Demonstrate financial success with Greenfield SIP applications.

· Propose economically attractive SIP introduction “migration models”

· Provide documented feedback from SIP application users regarding experience with scalability, reliability, QoS, billing and other identified roadblocks

· Demonstrate successful management of feature interactions among SIP-based and non-SIP-based applications provided to the same customer(s).

Call For Action: Mandated Government Services

Several respondents identified deliver of number mobility, legal intercept and emergency services as either “ of concern” or as “a discouraging factor” in deployment of SIP.  As a group, the SIP standards bodies should address the delivery of these services by further identifying the issues and providing clear solutions now instead of waiting to be told to do so by government regulating bodies.  We are aware that these issues are being addressed, motivated by the requirements of the 3GPP and 3GPP2 groups.

Call for Action: Interoperability

Certified interoperability provided by the SIP community would facilitate more rapid deployment of SIP.    

Call for Action: Security

Security needs to be a primary concern in developing all standards for 3rd party service creation (we understand Parlay’s focus on security), and standards for SIP based application servers such as those recommended by IETF and the International Softswitch Consortium.

Call for Action: Service Creation

· SIP services need to coexist with each other and with existing network services.  Little work is being done on feature interaction.  While a general solution to this topic may not be possible, we feel that it is important that work on the creation of services in SIP acknowledge the presence of multiple sources for services and the possibility for interactions and provide some mechanism to control them.

· Much of the work on service creation remains focused on the creation of service logic.  Experience with the TDM network has proven many times that operational issues (provisioning, billing, maintenance, administration, etc.) almost always present the most significant barriers to introduction of new services.  Interfaces for service creation must at a minimum address the key operational issues.  This needs to become a focus of work done by the SIP community in JAIN and in the IETF on service creation techniques and open interfaces for service creation.  
· The lack of a standard development environment for services is a barrier to service portability and as a result impedes investment in building services with existing, non-standard tools.  Work is beginning in JAIN to standardize a service creation environment based on the JAIN standards.  We feel that alignment around such a standard would help create momentum for service development and deployment.

Call For Action: Scalability

Standard bodies should address the following issues:

· Establish common agreement on the appropriate metrics for scalability of SIP networks and applications

· Address the interrelationship of scale, performance, and reliability of SIP-based networks and applications 

· Studies must clearly identify the context in which the results apply.  For example, session statefulness and B2BUA deployment.
Call For Action: Quality of Service

It is apparent that more work needs to be done by the SIP community in establishing QoS measurements and corresponding tools for delivery of certain enhanced services in SIP-based networks.  The standard measures of QoS for voice service apply to voice service delivered via SIP, but new measures are needed for non-voice or “semi-realtime” services such as instant messaging.
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