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Edge computing – science vs. 
engineering



Premise: Edge computing is (largely) an 
economic issue

● Edge computing = faster, cheaper, and better!
● Constrained by performance or reliability è implement in end system 

regardless of cost
○ or make system economically unviable

● Otherwise, shift computation where cheapest:
○ initial investment
○ load factor: most end user applications are intermittent or have variable computational 

needs
○ energy
○ operations (system management)
○ security costs



“Edge computing challenges: 5 Reasons why we 
still do not have large scale deployments” (STL 
Partners)

● The telco business case is still not fully defined
● The market dynamics and roles are still evolving
● Telcos are going through major architectural and organizational changes

○ “We are network plumbers that don’t want to be plumbers – and movie director didn’t 
work out so well”

● Building a telco edge node requires careful consideration
○ “Also, If deployed across their access network (at the far edge), telcos risk edge nodes 

which are costly, under-utilized, and unprofitable. If they only build a few edge nodes, 
benefits compared to regional edges provided by other players such as neutral host and 
data center providers may be relatively small.”

● The enterprise sector is also still exploring edge applications and 
deployments

https://stlpartners.com/articles/edge-computing/edge-computing-challenges/



The rise of edge computing (publications)

2004 2006 2008 2010 2012 2014 2016 2018

Figure 1: The popularity (in red) and publications (in blue) of
keywords “edge computing” (in solid line) and “cloud com-
puting” (in dashed line) in Google web searches and Google
scholar respectively.

blurring the borders of cloud and edge [32, 75]. Our focus, in this
paper, is on a general-purpose edge deployed by telcos/ISPs for a wide
range of applications [47]. While we show this path to have sub-
stantial hurdles, there may be better-suited scenarios for edge. We
return to these at the end of the paper.

2 A RETROSPECTIVE ON EDGE
Figure 1 captures the zeitgeist of “edge computing” over the past !f-
teen years. It compares the frequency of Google web searches1 and
scienti!c publications2 for “edge computing” and “cloud comput-
ing” from 2004 to 2019. Resultingly, three eras can be distinguished:
content delivery networks (CDN), cloud, and edge.

The term edge emerged when CDNs started to deploy edge
servers near their clients [20]. They acted as caches of content,
speeding up content delivery and reducing bandwidth usage. At
the same time, centralized, large-scale datacenter deployments
emerged, heralding the Cloud era. Cloud was a success as the
type and volume of application’s resources could be elastically
adjusted to meet the current demand on-the-"y. Application devel-
opers could also take advantage of a "exible “pay-as-you-go” model
for resource utilization.

Cloudlets [59] in 2009 started the Edge era and similar concepts,
such as fog computing [9]. Back then, the cloud was limited to a few
datacenters and unable to address the stringent latency and data
transport requirements of new use cases, such as the Internet-of-
Things (IoT). Therefore, the research community, including industry,
jumped at the opportunity to decouple network latency from the
computation time, and devised “edge computing". Many edge archi-
tectures have been proposed [46, 48], including exploiting last-mile
access points [13], crowdsourcing [26], and using IoT sensors [53].
We will next take a systematic look at various applications driving
the hype on edge computing and analyze their requirements.

3 DRIVERS OF THE EDGE HYPE
We capture applications used to motivate edge computing in Fig-
ure 2. The y-axis is the required latency scale, ranging from a few
milliseconds (ms) to an hour (hr). The x-axis shows the amount of
1Results obtained from https://trends.google.com/.
2Data was collected by a custom web crawler for Google Scholar, based on an open
source implementation [38].

Figure 2: Driving edge applications represented as ellipses.
The orientation and width signify strictness in bandwidth
and latency requirements. Color denotes the expected mar-
ket share by the year 2025.

data an entity of each application generates, e.g., a camera, which
naturally correlates with the network bandwidth requirements. We
estimate application requirements by relying on theoretical anal-
ysis and preliminary implementations from previously published
results [7, 37, 42, 54, 64]. Each application is represented as an el-
lipse to overcompensate for any estimation errors. The form and
orientation of the ellipse represent the application’s strictness to-
wards latency/bandwidth constraints. The ellipse’s color denotes
application’s expected market share by 2025 in US dollars (data is
from [63]). Majority applications in Figure 2 are human-centric –
taking inputs and providing feedback to users, e.g. gaming. The
QoE of such applications is governed by strict latency thresholds
as human senses require, which we also draw in the !gure.

(1) Motion-to-Photon (MTP) is the delay between user input and
its e#ect to be re"ected on a display screen. MTP is guided by
the human vestibular system, which requires sensory inputs and
interactions to be in complete sync; failure of which results in
motion sickness and dizziness. Maintaining latency below MTP,
i.e., ⌐ 20 ms, is critical for immersive applications, such as AR/VR,
360○ streaming, etc. [43]. Of this, ≈ 13 ms is taken up by the display
technology due to refresh rate, pixel switching, etc. which leaves a
budget of ≈ 7 ms for computing and rendering (including RTT to
server) [16]. Studies by NASA concludes that certain HUD systems
may require the compute part of MTP to be as low as 2.5 ms [7].

(2) Perceivable Latency (PL) is the threshold when the delay between
user input and visual feedback becomes large enough to be detected
by the human eye [54]. PL threshold plays a vital role in the QoE
of applications where the user interaction with the system is fully

Mohan, et al., “Pruning Edge Research with Latency Shears,” 2020.



Cloud hype cycle (2022)



Edge AI – we’ve made progress



Edge computing contains multitudes



Edge-to-cloud spectrum

https://www.cloudmc.cloudops.com/blog/understanding-the-edge-to-cloud-spectrum
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Figure 27. Edge computing use cases
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Source: Strategies for connecting the edge, heavy reading, September 2019 
[Percent of respondents: N = 60 telecom, 23 enterprise]

Recommended action: The addition of billions of devices to the network edge drives the need for enterprises to 
manage and analyze data from IoT endpoints. Shifting traffic from the network core to the edge affects computing 
and communications architectures. Before you add edge computing capabilities, focus on making your overall IT 
infrastructure more efficient, more manageable, and better performing. Your edge computing strategy will only be 
successful if it’s built on a strong IT base. 

Does your organization have a comprehensive plan to capitalize on the promise of 5G? 
The advent of 5G offers unprecedented opportunities for Mobile Network Operators (MNOs) to provide differentiated 
services to enterprises. According to a survey of global IT leaders and service providers, 5G is expected to 
have a significant impact on many business segments. While the use cases will vary, every business will need 
a comprehensive 5G plan that includes employee coverage, policy/security, analytics, and much more. While 
enterprises have always turned to MNOs to provide last-mile connectivity, they haven’t had visibility into the areas 
of the network controlled by the MNO. Today, enterprises want more than just bandwidth. They want to be able to 
extend the control of their network to the carrier network. Enterprises want visibility and control of the entire network 
(fixed and mobile), which historically hasn’t been possible. 

Figure 28. Where will 5G cause the most disruption?

Where will 5G cause the most disruption?

70% Automotive 20% Healthcare

57% Cloud services 13% Energy

35% Manufacturing

9% Government

2% Agriculture

2% Other

11% Financial
        services

26% Retail

26% Logistics and
        transportation

24% Online gaming
        and video

Source: Business Performance Innovation (BPI) Network Survey, BNI, 2019 
[Percent of respondents: N = 145 global IT leaders and service providers] Respondents selected top three industries.

© 2020 Cisco and/or its affiliates. All rights reserved.



Edge use cases

Mohan, et al., “Pruning Edge Research with Latency Shears,” 2020.

edge computing
optional - economics



Easy and hard-edge computing

Edge 
provider

A

Cloud 
provider B

Edge 
provider C

vs.
API (vision, sensing, object recognition, …)

vs.



The end system itself: ns - μs

Tesla autopilot ECU

Advantages Concerns Applications

Ensures data privacy Low utilization Smartphone (camera, voice 
commands)

Low latency Expensive GPU if only used 
for few applications

Autonomous vehicles
Voice commands in vehicles

Fast local storage Battery drain Games

Works regardless of network



Within 50 m: the home gateway: 4-5 ms

LXC

Advantages Concerns Applications

Ensures data privacy No standards for 
management

Security camera object 
recognition

Low latency Expensive GPU if only used 
for few applications

Privacy-respecting voice chat

Storage (NAS) can be co-
located

Often provided by ISP à
incentives lacking



Within 1-2 km: macro cell sites: 1-5 ms

142,100 cell sites in US

Mobile-Edge Computing – Introductory Technical White Paper
  Issue 1 
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Use case2: Augmented Reality Content Delivery 

 

Figure 3: Example of augmented reality content delivery 

An Augmented Reality (AR) application on a smart-phone or tablet overlays augmented reality content 
onto objects viewed on the device camera (as displayed in Figure 3). Applications on the MEC server can 
provide local object tracking and local AR content caching. 

The solution minimizes round trip time and maximizes throughput for optimum quality of experience. It 
can be used to offer consumer or enterprise propositions, such as tourist information, sporting event 
information, advertisements etc. 

Use Case 3: Video Analytics 

 

Figure 4: Example of video analytics  

Figure 4 shows a distributed video analytics solution which provides an efficient and scalable mobile 
solution for LTE. 

The video management application transcodes and stores captured video streams from cameras 
received on the LTE uplink. The video analytics application processes the video data to detect and notify 

Mobile-edge Computing (MEC) - 2015

HOTNETS ’24, November 18–19, 2024, Irvine, CA, USA Maghsoudnia et al.
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Figure 5: OS and hardware-imposed delay of submitted samples to
the radio.

Table 2: gNB Layers’ Processing and Queuing Time

SDAP PDCP RLC RLC-q MAC PHY

Mean [µs] 4.65 8.29 4.12 484.20 55.21 41.55
STD [µs] 6.71 8.99 8.37 89.46 16.31 10.83

7 DEMONSTRATION
In this section, we validate our !ndings for a speci!c con-
!guration. For our 5G testbed, we use a modi!ed version of
the open-source srsRAN software suite [47] as our 5G code
and a USRP b210 SDR as our radio platform. The gNB code
is executed on an Intel i7 CPU, providing a fully software-
based 5G stack on the gNB side. We use a SIM8200EA-M2 5G
modem for the UE side. The packets are uniformly generated
within the pattern. We present the latency of DL and UL
channels for the grant-based and grant-free UL in Fig. 6. The
processing time for di"erent layers of the gNB and the RLC
queue waiting time (RLC-q) are given in Tab. 2.
We measure the latency in the n78 band with a slot du-

ration of 0.5ms. We employ a TDD Common Con!guration
with the DDDU pattern. Note that shorter time slots and
DM pattern are not yet supported in the open-source code.
Moreover, our RH uses USB which has relatively higher la-
tency. Consequently, due to the limitations in the software
and hardware in use, URLLC requirements are not met in
this real-world demonstration.

Comparing the best and worst case latency of DL (Fig. 6),
veri!es that the initial state of the packet and the protocol-
introduced latency are impactful. In the worst case, data
must wait during the UL slot although it could be transmitted
immediately. In contrast, in the best case, the transmission
is !nished in the !rst three DL slots of the pattern avoiding
the UL slot. Moreover, since the RH in use introduces around
500 µs latency, the transmission must be always delayed for
one slot to give enough time to the RH for preparation.

In the UL channel (Fig. 6), the latency is much bigger than
the DL. It is due to multiple factors. First, the UE needs more
time for processing than gNB. Second, there is only one UL
slot in each TDD period, increasing the waiting time. For
instance, the worst case misses one TDD pattern and must
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Figure 6: One-way latency: (a) grant-based and (b) grant-free.

wait for the next one. Third, comparing Fig. 6a and Fig. 6b,
it is inferred that the SR and Grant procedure introduces
signi!cant latency, by adding one TDD period to the latency
for the handshake. As seen, this one TDD period overhead
can be eliminated by utilizing grant-free access.

The results showing low processing time in Tab. 2, con!rm
that using software-based 5G, requirements can be achieved
if the !tting design choices are made. Consequently, it seems
feasible to meet the deadlines (§ 5) utilizing software-based
5G deployments. Nevertheless, higher number of UEs might
increase the processing times noticeably.

8 RELATEDWORK
Practical Studies Fezeu et al. [19] evaluate the latency of
several commercial mmWave implementations, achieving
sub-millisecond round trip latency under optimal conditions.
However, they note that sub-millisecond latency is only
achieved in 4.4% of packets, severely violating the relia-
bility constraint. In the sub-6GHz bands, Wirth et al. [56]
propose a PHY layer solution for 5G that achieves low la-
tency. However, since this work predates the 5G standards, it
does not incorporate the standard speci!cations, particularly
those concerning scheduling and protocol latency, which
can signi!cantly increase the overall latency. Joint work by
Nokia and Sennheiser focusing on professional audio applica-
tions [33] achieves a minimum DL latency of approximately
0.8ms for a single UE, going higher in steps of 0.5ms in
case of retransmission. This work, however, only supports
single-user point-to-point communication using a hardware-
accelerated platform, of which the scalability is limited.
Additional empirical works, conduct latency evaluations

in real-world campus networks [28, 42, 43] or testbeds [16,
40]: Rischke et al. [42, 43] report Round-Trip-Times (RTTs)
between 12 and 40ms, and evaluate one-way latencies rang-
ing from 2 to 8ms. Lackner et al. [28] !nd RTT latencies of 6
to 12ms, varying signi!cantly with di"erent UEs. Additional
work from Qualcomm [40] indicates mmWave URLLC laten-
cies of 1.9ms for DL and 4.0ms for UL. Finally, Ericsson [16]
demonstrate a URLLC use case for industrial automation
with robots, achieving a 5ms latency.
Theoretical & Simulation-Based StudiesApart from prac-
tical implementations, theoretical studies address the chal-
lenges of achieving low latency by modifying protocols and

116

Maghsoudnia et al., HOTNETS’24

URLLC

Verizon MEC - 2024

Verizon: 17 edge sites with AWS Wavelength and 
Vodafone which deployed around 4 sites



Cell sites

Advantages Concerns Applications

As close to edge as 
feasible

Remote – high cost for hands-
on maintenance

?

Lowest latency Expensive GPU if only used 
for few applications

Fate sharing: likely will 
work if cell site does

Limited space & power
(1-2 racks)

Limited use cases unless 
universal



Within a few km: central offices (telephone exchanges) – 10 to 50 ms

5G latency

5,600 British Telecom exchanges
25,000 US central offices



Central offices

Advantages Concerns Applications

Already has power (e.g., 
375 kW)

Many will be decommissioned ?

Already owned by phone 
company

May have fiber 
connectivity



Edge computing is already boring 
reality



Cloud provider edge computing: AWS

AWS edge



Points of presence

https://pulse.internetsociety.org/blog/visualizing-the-rise-of-hypergiants



Cloudflare



Most of the world is within 10-20 ms of a data center

10 - 20ms
20 - 40 ms
40 - 100 ms
100 - 250 ms
> 250 ms
cloud regions

< 10ms

Figure 4: Minimum latency to nearest datacenter globally.

(core, access, or home), allowing us to analyze the user reachability
to the cloud globally. We !lter out all the probes that are clearly
installed in privileged locations (e.g., datacenters, cloud network)
from our measurements using their user-de!ned tags [6].
Experiment. We measured end-to-end latencies between users
(Atlas probes) and cloud datacenters within the same continent via
ping every three hours. For probes in continents with low data-
center density, e.g., Africa and South America, we also measured
latencies to datacenters in adjacent continents, i.e., Europe and
North America. Our measurements are ongoing since September
2019, and the results in this work are drawn from nine months of
data collection. Overall, our dataset includes 3.2 million datapoints
spanning several GBs and is available for public use [18].

4.2 Proximity to the Cloud
What is the least latency with which countries can access the nearest
datacenter? The question allows us to analyze the spread of cloud
across the globe in terms of latency. We extract the minimum ping
latency observed by the best-performing probe for every country to
any cloud datacenter. Figure 4 shows the map of latency distribution
per country. The results show that 32 countries can access the cloud
with RTTs less than 10 ms, and another 21 countries with RTTs
between 10 to 20 ms (MTP threshold). Our !ndings become more
intuitive upon correlating geographical latencies to locations of
targeted datacenters (red diamonds) in Figure 4. Countries with
cloud access latency less than 10 ms typically have one or more
local datacenters, and those with latencies less than 20 ms either
share borders or have direct !ber connectivity [68] to the country
housing a datacenter. In fact, all but 16 countries (mostly in Africa)
can access the cloud within PL threshold bounds (100 ms).

While the above shows only the best probe in every country,
Figure 5 plots the CDF of the minimum latency observed from every
probe in our dataset to any datacenter, grouped by continents. The
result includes probes without a stable Internet connection, or with
wireless connectivity. Despite this, the results support the !ndings
in Figure 4. Around 80% probes in Europe and North America –≈50% of our total probes – can access a cloud datacenter within
MTP (20 ms). Probes in Oceania follow similar performance pat-
tern as almost all of them can access the cloud within 50 ms RTT.

Surprisingly, despite the low availability of cloud regions and sub-
standard network deployment, ≈75% probes in Africa and Latin
America achieve less than 100 ms cloud access latency and meet
PL thresholds. While the results in this section are “optimistic” – in
that they show the minimum latency – they also indicate that the
cloud potentially can support latency requirements for applications
driving edge computing.

4.3 Where is the Delay?
Insu!cient Infrastructure Deployment. Our results above fo-
cused on best-case scenarios to illustrate the potential reach of the
cloud. We now turn to our entire latency dataset to shed light on
the reality of the cloud. Figure 6 shows the latency distribution of
all measurements grouped by continent. Probes in North America,
Europe, and Oceania exhibit excellent cloud reachability, withmore
than 75% of the probes achieving RTT below the PL threshold. The
top 25% probes in NA and EU can even support MTP threshold
required by edge-compelling applications, e.g. AR/VR, autonomous
vehicles, etc. The reason for this exceptional performance (also
hinted in §4.2) is the concentrated e"orts of cloud providers to
deploy datacenters in these continents. Note that the long tail of
latency distribution for EU is largely missing from NA. On deeper
analysis, we found that the primary contributors to the tail are
probes in eastern EU and countries without local or neighboring
datacenters, in line with our assessment from Figure 4.

We now turn our focus on the remaining continents, i.e., Latin
America, Asia, and Africa. Cloud reachability from within these
continents is quite poor, and only a fraction of probes can satisfy the
PL threshold. Probes in Asia show much diverse latencies primarily
due to scattered datacenter deployment favoring certain countries,
like China and India. Unsurprisingly, the worst performance is in
Africa as it is severely under-served, both in cloud presence (only
one operating region) and network infrastructure [15].
Nature of last-mile access. Many studies analyzing the perfor-
mance of wireless access have been conducted in the past. Be itWiFi
in home networks [66] or LTE in public spaces [50], the consensus
of last-mile being the bottleneck is well established. Reasons for
lack of wireless performance can be many, from packet drops due
to contention, to network bu"erbloating because of handovers [35].
As most applications in Figure 2 rely on wireless, we also analyze
its impact as access medium to the cloud.

We leverage RIPE Atlas user-provided tags [6] to !lter probes
which indicate the type of access link, e.g. ethernet, broadband for
wired and lte, wi!, wlan for probes connected to network through
wireless links. We further !lter probes deployed in similar regions
in both sets and verify that their baseline latency is in line with
their country’s average. Figure 7 compares the latencies observed by
both sets throughout our measurement period. We !nd that probes
tagged with wireless keywords perform consistently worse than
their wired counterparts – taking ≈2.5⌐ longer to access the nearest
cloud region. Our result is in line with previous studies showing
that users can experience 10-40 ms of added latency while using
wireless as last-mile [65, 66]. While these results might improve in
future with solutions such as 5G promising much shorter wireless
latencies, however, the technology is still in its nascent stages and
these promises are waiting to be delivered [71].

note: best probe data in each country
does not include 43 AWS local zones



Cloud latency distribution
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Figure 5: CDF of minimum RTT of all probes to
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Figure 6: CDF of all pingmeasurements from all
probes to their closest datacenter.
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Figure 7: Wired vs.
wireless access RTT.

5 DISCUSSION
Revisiting Edge Applications. We reconsider Figure 2 with our
updated knowledge on real-world latencies from our measurements.
As per §4.3 and previous measurement studies, current wireless
technologies do not support access link latencies below 10 ms.
While new wireless standards promise to improve the situation, e.g.,
10 Gbps speeds with WiFi-6 [22] and 1 ms latency with 5G [34], the
reality may di!er from claims. For example, at its inception in 2011,
LTE promised access latencies below 10 ms while the user is near
the base station [25]. However, recent measurements show that the
standard commonly experiences delays lasting several seconds due
to queue build-ups [35] and handovers [72]. Recent investigations
report performance of preliminary deployment of 5G in the real-
world to be sub-optimal [49, 71]. Likewise, Hadzic et al. [31] and
Cartas et al. [12] "nd that latency gains for accessing edge server
colocatedwith an LTE basestation is minimal compared to accessing
a datacenter located ≈ 1000 km away. While the “true” gains of 5G
are yet to be seen, considering supporting strict MTP thresholds,
even with edge servers located at basestations, seems uncertain.
From §4.2, we can conclude that for most of Europe and North
America (and majority of the world in best case), cloud latencies are
low enough to support applications operating under perceivable
latency. On the contrary, due to lack of network infrastructure,
some countries (in Asia & Africa) see cloud access latencies of 150–
200 ms, making perceivable latency unachievable but HRT-based
applications feasible by the cloud.

Figure 8 recaps the edge applications and their network require-
ments but now adds latency (red) and bandwidth (blue) “reality”
boundaries, as shaded regions (based on the results in §4). The
lower bound on latency is ≈10 ms, i.e., the current state of wireless
access latency. The upper bound is the human reaction time – as
this is supported by the cloud almost globally. For bandwidth, edge
is most useful for applications generating enough data to congest
the network. Speci"cally, bene"ts from the edge are greatest close
to the users, and decrease with increasing distance. Contrarily, it
is also well-established that the primary bandwidth bottleneck is
usually the last-mile [66]. While last-mile bandwidth congestion
also depends on contention and competition, based on previous
studies [35], we estimate 1GB/entity data generation to be a "tting
threshold for edge’s bandwidth aggregation gains.

The overlap is the “feasibility zone” (FZ) of edge computing. Ap-
plications in this zone, e.g., tra#c camera monitoring, cloud gaming,

Figure 8: Edge applications but with edge computing feasi-
bility zones (FZ). The red shaded area represents potential
latency gains, and the blue shaded region is the bandwidth
gain zone for utilizing edge.

etc., clearly bene"t from a wide deployment of edge as they impose
both latency and bandwidth constraints. Surprisingly, the primary
drivers of edge computing research (the ones with the most hype)
do not fall in this zone. For some, it is due to low bandwidth re-
quirements (e.g., wearables), and for others, it is either too stringent
(e.g., autonomous vehicles) or too relaxed (e.g., smart cities) latency
constraints. Interestingly, the predicted market share of applica-
tions within the edge FZ pales compared to those for which edge
does not provide much bene"t. Further, many applications in the
edge FZ can be supported by a wider deployment of cloud/network
infrastructure, especially in Asia, Latin America, and Africa.
Other Considerations. We recognize that our critique above may
not fully encompass the utility of edge computing due to possible
limitations in our methodology, emerging application diversity or



Density conundrum

● Where there is a market, there’s cloud infrastructure
○ US: about 80% live in urban areas
○ Europe: about 76%

● Low density means low utilization
● Example: 5G deployment in rural areas



Most common architecture

Edge 
provider

A

Cloud 
provider A

API calls

e.g., caching, WAF,
lambda with < 1 ms



Dependability



Cheap vs. dependable

Cheap: don’t care about downtime or reachability

● roughly, batch computing
● e.g., training or analysis using datasets
● ⇒ re-use otherwise idle computing resources where power is “free” (e.g., 

excess solar or wind) ⇒ SETI@home (aliens don’t have GDPR rights)

Dependable

● real-time needs (autonomous vehicles, consumer-facing interactions, real-
time transaction monitoring)

● fate sharing with application desirable
● latency matters in a few cases à closed loop (cyberphysical) systems



Sudden loss of broadband pressure

Arlinger Tunnel

270 road tunnels 
with a total length of 
270 kilometers on 
federal highways in 
Germany. On rural, 
district and urban 
roads, there are 420 
tunnels with a total 
length of over 350 
kilometers.

https://www.heise.de/en/news/5G-Vodafone-wants-to-close-dead-spots-in-tunnels-
with-innovative-antennas-10354500.html



Fate sharing

● Fate-sharing is an engineering design philosophy where related parts of a 
system are yoked together, so that they either fail together or not at all. 
(Wikipedia)

● “The fate-sharing model suggests that it is acceptable to lose the state 
information associated with an entity if, at the same time, the entity itself 
is lost.” (Clark, 1988) – about transport protocols

● New failure modes:
○ loss of (5G) connectivity
○ roaming capacity failure: no available suitable services (e.g., specific GPU)
○ latency failure zones – no edge infrastructure within permissible latency range



Edge use cases: dependability requirements

Mohan, et al., “Pruning Edge Research with Latency Shears,” 2020.

on-prem (in hospital)

latency requirement?

good match
(single player)

on vehicle

console., smartphone



An economic analysis



● Capital cost: cloud server lifetime = 5 years (may be less for 
GPUs)

● Opex:
○ Electricity: about 60-70% of total operational cost (TOC) 

[BLS & Co.]
○ Network costs
○ Security cost (risk premium)
○ Development and DevOps costs (e.g., updates)
○ Failure risk (revenue, reputation, legal liability, …)

⇒ Which of these are lower for a multi-cloud & edge architecture?

Costs of computing



Bandwidth



IP transit costs

Telegeography



Bandwidth pipeline

Gbps

access
middle mile
backhaul

IP transit

cost

5 Mb/s/customer

0.2 Mb/s/customer



Bandwidth costs

Type example cost $/TB

IP transit HE 40G, $2,000/month $0.31
($0.25/m/customer)

Home $80, 1 TB average $80

AWS inbound $0 $0

AWS outbound $0.09/GB for 10 TB to $0.05/GB $90

European cellular roaming €1.30/GB €130



Consumer prices are driven by competition (and average consumption)



Cost of compute



Intermittency



Compute costs: rent vs. buy

● NVIDIA H100: $25k to $31k
○ for 5 years: ~$0.57/hour

● DGX H100 (8 GPUs): $373k à $8/hour
● Bare metal GPU: $1.99/GPU/hour à

$16/hour
● AWS p5.48xlarge (8 GPUs): $23/hour (3 

year reserved)
Dell XE9680: $320,499



Erlang C does not favor small edge clouds



Cloud scaling vs. edge scaling

● Classical geographic scaling (and adoption) problem: to be 
useful, it needs to be everywhere (within a country or 
region)
○ and you 

● Contrast: original cloud computing: start with one region 
and split demand
○ demand is also (mostly) fungible geographically
○ can afford to offer wide set of specialized compute services and 

platforms
○ e.g., AWS has 850 instance types

■ multiple generations
■ broad types with different memory and I/O trade-offs: general-

purpose, compute-optimized, memory-optimized, accelerated, 
high-performance

■ multiple CPU (ARM, i86) and GPU types



Graceful degradation: The lesson of CDNs

● Early edge computing: CDN
● Dominant cost: backhaul and interconnection
● Dominant cause of QoE variation: backhaul and interconnection
● Edge failures:

○ hardware & software: rare (minutes a year)
○ load (“health”)
○ no local cached copy: common

● Probabilistic performance model
○ slightly lower video quality (increasingly less so)
○ if only a small fraction fails at any point in time

■ ”Slashdot effect”
■ software upgrade
■ “reboot Manhattan”



Cost of energy



Data centers are defined by MW, not racks, CPUs or bandwidth



Data centers are driven by fiber and energy availability



Energy costs drive data center locations

$42/MWh

2024: $55.54 per MWh wholesale

30-60% of a data center’s operating expenses



Energy costs are rising



LCOE

https://www.ise.fraunhofer.de/en/publications/studies/cost-of-electricity.html



Good PUE is hard with smaller centers

• liquid cooling
• hot-cold aisles
• server utilization

geographic variation in 
electricity rates:
$0.0615/kWh in Iowa vs. 
$0.2496/kWh in Rhode 
Island

Small edge data centers 
may be efficient and 
effective in low-cost,
rural areas where 
hyperscalers are far away



Trust, Security, Privacy, Complexity



Security

● Privacy: does not need to be “edge” to be within same 
jurisdiction (for privacy purposes, e.g., EU)

● Security: not just physical security - do you know who 
has access to the management console?

● Management credentials: Containers and images store 
a lot of credentials (e.g., APIs, other cloud services).

https://www.infoworld.com/article/3709050/what-happened-to-edge-computing.html



Trust: The edge is also a black box

● Trust is given by enforceable commitments, not computing architecture
● Unless somebody is not just running their own system, but managing every 

program (i.e., a classic Unix sys admin)



Challenges for edge clouds or servers

● Hard if heterogeneous needs (e.g., ARM vs. i368; GPU models)
● Hard if different host operating systems or versions (e.g., Linux 

kernel)
● Transaction costs (set up accounts, payment, SLA 

enforcement)
● Run-time risk (even if “same,” small chance of peculiar failure)

● hard to test and debug
● Failure impact (e.g., power outage - edge may not have UPS)
● Back-end latency: latency to cloud eco-system



Nomadic and roaming edge computing

static, 
single 

provider

dynamic, 
single 

provider

static, 
multiple 

providers

dynamic, 
multiple 

providers
roaming
(AAA)

need to create context (resources & data) on the fly
e.g., spin up containers

“nomadic” edge computing



The compute roaming problem

● Long-standing problem in wireless 
communications
○ Wi-Fi: free or eduroam

■ some attempts at paid roaming
○ Cellular roaming & eSIM

■ required regulatory intervention in EU
○ IoT via specialized MVNOs – model?

https://eduroam.org/where/



Compute roaming

● AAA – authentication, authorization, accounting
○ RADIUS and DIAMETER in eduroam and 5G

● No attempts in compute roaming
○ encourages hyperscaler economics
○ currently, requires setting up contractual and billing relationships
○ probably will require multi-cloud aggregators
○ real-time cost optimization?

● Roaming model for compute
○ authenticate via “home” network – ensures accountability
○ provides some customer protection against malicious providers (see Wi-Fi hotspots, IMSI 

catcher)
○ settlement mechanism – avoid retail billing by credit card
○ need temporary VPC extensions to remote edge provider
○ automated creation & deletion of resources



Compute is more than Docker containers

Monitoring
(CloudTrail)

Load balancing
(ELB)

Local storage
(EBS)

Identity management
(IAM)

Virtual private cloud
(VPC)

Databases
(e.g., RAG)

Almost none of these have standard APIs or 
definitions (e.g., functions)



SenSQL & LoST – geographic 
databases and discovery

with Jan Janak



SenSQL System Architecture

61



Autonomous Cyber-Physical System (ACPS)

62

● Sensor & actuator infrastructure operated by a 
common administrative entity

● Geographically bounded by a service region
● Described by a service descriptor

Sensor location estimates

Computed service region

Configured service region

Internal architecture Service descriptor



Original Approach (SQL Interface)
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SQL Spatial Query Example
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SELECT
measurements.timestamp     AS ‘Time’,
measurements.data::numeric AS ‘PM2.5'

FROM
measurements, openstreetmap

WHERE
ST_Contains(openstreetmap.bounds, measurements.location)
AND openstreetmap.name     = 'Morningside Heights'
AND measurements.quantity  = ‘PM2.5'
AND measurements.timestamp > "2020-01-01'

ORDER BY timestamp

“Return the measurements ordered from January 1st, 2020 until now from all PM2.5 sensors within the 
Morningside Heights neighborhood.”



Background: LoST Protocol
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Client location

PSAP service boundary

911 Application: Lookup PSAP by client’s 
geographic coordinates (longitude, latitude)

Pre-provisioned service 
boundary database



Summary & questions

● Edge computing is almost always the wrong answer
● “Attractive nuisance” for challenge-seeking researchers

● Need clear statement of when and why edge (computing|AI) 
is superior - cannot assume result
○ otherwise, this is religion, not engineering

● Is this about economic decentralization, better function 
(how?) or lower cost (under what assumptions?)

● If provided by a single cloud provider, is there a challenge?
● just standard load balancer & DNS-based request routing



What’s needed?

● Resource (not compute) discovery: sensors, APIs
● Compute costs reflecting current energy costs

○ see AWS spot instances for compute
● Resource provisioning (“roaming”) - API middlemen

○ see Twilio for VoIP and texting (and IoT universal e-SIMs)
● Generic identity and access management (beyond OAuth2 

credentials)
○ see Okta and similar companies as IdS


