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Issue:   MSAG Validation of Civil Address Location Object – when should it occur?

Validation before emergency call origination to:

· avoid delays in processing emergency calls

· identify problems with location early so they can be corrected 

· avoid default routing.

Validation periodically to:

· maintain synchronicity with MSAG changes & updates

What period?  Is daily too often? Too little?

Issue:   MSAG Validation of Civil Address – interface specification 

Interface between “holder” of civil location object and the “holder” of validation data. 

Holder of civil location object could be, e.g.,

· User Agent

· Location mapping database or “wiremap” database (e.g., in Location Information Server=LIS)

Holder of validation data could be, e.g.,

· Existing E9-1-1 Database Infrastructure MSAG in emergency services domain

· Distributed MSAG databases in VoIP domain DNS server(s) 

Interface Specification by 

· NENA XML library based for using existing infrastructure

· IETF (e.g., using DNS protocol)

Proposed Solution:  Start with validation interface between LIS/Call Server and existing E9-1-1 Database Management Systems, defined by NENA.
Use of DNS validation as infrastructure materializes in I3.

Issue:   Where is location object stored/accessed in I2 to support location based routing?

Long-term I3 solution has 

· Location object stored in database location mapping database and downloaded to User Agent. 

· Determined by User Agent (e.g., GPS-like)

For I2 architecture

For I2 emergency calls, location object can be accessed and provided by 

· User Agent, when implemented

· IETF specifications nearing completion for download of location objects from location mapping database via SIP protocol to carry location object in emergency call signaling

· Call Server/routing proxy 

· Specification needed in IETF for

· Configuring UA with identifier for location mapping function 

· Passing identifier for location mapping function from UA to call server/routing proxy 

· Specifications needed for interface between call server/routing proxy to obtain location object information from location mapping function (TIA TSB-146 and ongoing work)

Issue:   How is emergency call routed to ESGW/TGW in I2?

Proposed Solution:  Consensus (?)

Based on location object-based query to a routing database, the UA or VSP obtains configuration or routing information to identify Location GateWay (LGW) and route call to LGW.  Routing may be:

· To configured LGW based on VSP contractual arrangements

· Location-based routing to LGW serving appropriate Emergency Services area.

LGW uses location object to dip [its] routing database to obtain ESQK and routing information to ESGW/TGW (e.g., sos@us.st.co.ESGW or sos@us.vermont.killington.ESGWski).

LGW uses the routing information to route the call 

· Directly on to the selected ESGW/TGW, substituting ESQK for Calling ID or

· Indirectly via the Call Server/Proxy, by providing a redirect to the ESGW/TGW and substituting the ESQK for Calling ID.

ESGW/TGW converts VoIP signaling to SS7 or MF signaling to legacy Selective Router identified by routing information (e.g., ESRN).

Issue:   How to provide callback information to support callback calls in I2?

1.  One alternative is for UAs and VSPs to use tel.uris for emergency callers. If a UA does not have a tel.uri, one could be allocated from a pool available to the VSP during emergency call processing.

2.  Another alternative is for ESQKs allocated by the LGW to be dedicated

· not only to identify a particular PSAP, call instance and LGW, 

· but also to identify a particular ESWG/TGW, and 

· to be reserved for callbacks for a period of at least 30 minutes after the end of the emergency call to which they were allocated.

