Introduction

Providing emergency call (“911”) services for voice-over-IP (VoIP) services is likely to proceed in multiple stages, progressing from short-term solutions that provide limited functionality, but require no changes to the PSAP voice and data networks, through an intermediate architecture that leaves PSAP CPE unmodified, but adds components to the data network architecture, to an IP-enabled PSAP architecture that carries VoIP calls natively to the call taker and/or the PSAP. These architectures are referred to as I1, I2 and I3, respectively. In this document, we describe an architecture that implements I2.

The goals of this architecture are:

· Support stationary and nomadic devices, but not fully-mobile devices;

· Support both residential and enterprise VoIP deployments;

· Require no changes to PSAPs, but add components to the ALI infrastructure;

· If possible, support small-scale VoIP providers that may not have gateways near every selective router;

· Require minimal changes to the existing 911 selective router and ALI database infrastructure;

· Maximize forward compatibility, i.e., start deploying components of the long-term (I3) architecture and avoid investments into components that will no longer be needed in I3.

In this document, we use the term ‘voice-over-IP service provider’ (VSP) to refer to an entity that offers voice signaling and gateway services to its users or customers. This can include a commercial entity that provides such services for sale or an organization that maintains such services for internal use, such as an enterprise, university, hotel or individual residence.

The common term Internet Service Provider (ISP) refers to the entity that offers IP “dial tone”, i.e., layer-3 and below services including DHCP and DNS. Examples of ISPs include residential broadband service providers offering DSL and cable modem Internet access. The ISP and VSP may or may not be the same entity. The VSP may not be a carrier such as an ILEC or CLEC in the traditional sense, i.e., it could be an enterprise that offers voice services to its employees or a university that offers such services to its students and staff. The VSP is assumed to use one or more media gateways (MGs) to allow its users to place calls to PSTN subscribers and to receive calls from the PSTN.
We distinguish three kinds of mobility:

· Stationary devices change locations only rarely and can tolerate update delays of up to 24 hours. Examples include residential subscribers that move their residence. The 24-hour timeframe corresponds to the current ALI update frequency.

· Nomadic devices change locations occasionally, but do not move during a call. Examples include a laptop with a software VoIP client that is used in a conference hotel. Update delays of up to an hour are considered acceptable.

· Mobile devices change their location frequently, both between calls and during calls. Examples include cell phones and VoIP phones with roaming. Location updates need to be visible to the PSAP within seconds. Mobile devices are beyond the scope of this architecture.
We assume that the VSP uses SIP-based signaling [RFC 3261]. Other signaling protocols can be supported through protocol translation gateways.

Requirements
Routing Emergency Calls
Two components bridge between the PSTN and IP realms (see Figure). A location gateway (LGW) translates IP-based ALI updates to a PSTN-protocol such as J-STD-036 (E2+). The protocol must support updates to both civic and geospatial addresses. A media and signaling gateway, the emergency service gateway (ESGW), connected to the selective router or located within its service area translates VoIP calls to PSTN emergency calls.

Viewed from the VSP, this architecture supports two modes of operation: outsourced routing and self-provided routing. In outsourced routing, the VSP recognizes emergency calls and routes them to a proxy operated pre-configured national emergency service provider (NESP). In the call setup request, the VSP includes the caller’s civic or geospatial location. The NESP then routes the calls, either in the PSTN (SS7) domain or in its own internal IP network, to the appropriate LGW. From the LGW, the call is proxied to the ESGW.
In self-provided routing, the VSP determines the appropriate selective router gateway and ALI, sending updates directly to the appropriate entity. The gateways and ALI may be operated by a third party or the VSP itself.

Self-provided and outsourced routing can easily co-exist, depending on the operational needs and available services. The interfaces specified in this document support both models and make no assumptions as to who operates the various entities. Both models will require setting up appropriate cryptographic trust relationships between the VSP and the call routing entities and ALI-FE.

Identifying Calls

The ESQK is a pANI in a pool of 8- or 10-digit telephone numbers that represent VoIP callers within the domain of one LGW and destined for the same SR and PSAP.  The ALI record corresponding to the ESQK is dynamically updated with the location of the caller. A call is assigned an ESQL by the LGW. A pool of ESQK numbers is assigned to each LGW operator and would be shared by all VSPs using that LGW. Each such ESQK must have a “shell record” in the appropriate ALI database. Numbers used as ESQKs do not have to be dialable.
ALI Updates

This architecture supports three models of information propagation:
· Push on change: The mapping between DN and location is updated whenever the location of the VoIP terminal changes.

· Push during emergency call (on demand):

· Pull during emergency call:

To simplify the architecture and deployment, the ALI-FE translates between these modes. The VSP updates (pushes) updated location information, while the ALI-FE allows the traditional ALI to pull this information on demand
Signaling Requirements for the PSTN Side of the ESGW

- the Called Number = 911,

- the Charge and/or CPN = ESQK.  NOTE:  If both of these are  

populated, they MUST be the same number.  No calls with Charge and CPN

different values.

- NO GDP  (not a type 13 - wireless GDP)

- OLI = ordinary (not Wireless) or omitted.

- CPCat (Calling Party Category) = Ordinary 0A hex (not

Emergency - E0 hex)

-  Calls will be delivered over dedicated trunks, marked as

9-1-1 traffic only.  NOTE: Non 9-1-1 calls will not be allowed to route 

over those trunks.

-  Any call delivered over the 9-1-1 trunks that does not have

an ESQK that validates against an MSAG ledger will default route to a 

designated PSAP for the group.

-  The LGW who orders the trunk group from the 9-1-1 service

provider will provide the 9-1-1 service provider with the PASP that has

AGREED to be the default PSAP for the trunk group.  They may be required

to confirm that the PSAP has agreed to be the default PSAP.

The class of service indication displayed to the PSAP will depend on 9-1-1 service provider capabilities, and is based on those

classes of service currently defined by NENA as those displayed to a 

PSAP (subject to database capabilities).

Network Architecture Requirements

It is the responsibility of the LGW to provide survivability,

and diversity within their network, including the trunks into the

selective router.

Security Requirements

