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ABSTRACT

This contribution discusses the routing of VoIP customer-originated emergency calls in an i3 Solution environment where the originating network uses an IP Multimedia Subsystem (IMS)-based service architecture.

1. INTRODUCTION

This contribution discusses Voice over Internet Protocol (VoIP) emergency call routing in an i3 Solution environment where the originating network uses an IP Multimedia Subsystem (IMS)-based service architecture.  IMS is a network architecture that allows services to be offered independent of the type of access infrastructure used by the end user. It was developed by 3GPP originally for mobile networks, but is being embraced by broadband mobile and fixed network providers because it supports the integration of voice, data and video on broadband IP, as well as the integration of fixed and mobile, by providing a more unified view of services across different types of networks.  

2. DEFINITIONS
The IMS architecture includes a number of key functional elements.  The following elements play a role in the routing of emergency calls, as defined in 3GPP TS 23.167: 
Call Session Control Function (CSCF): This functional element is key to call and session control in an IMS architecture environment.  There are a number of different kinds of CSCFs that are responsible for various aspects of call/session control.  
Proxy CSCF (P-CSCF): The P-CSCF is the first contact point within the IMS Control Network.  The P-CSCF behaves like a Proxy, as defined in IETF RFC 3261, in that it accepts requests and either processes them internally or passes them on.  The P-CSCF is the IMS network entity that is responsible for detecting requests for emergency sessions, and forwarding those requests to an Emergency CSCF (E-CSCF) in the same network.
Emergency CSCF (E-CSCF): The Emergency-CSCF handles certain aspects of emergency sessions, e.g., routing of emergency requests to the correct PSAP.
Location Retrieval Function (LRF): This functional entity handles the retrieval of location information for the User Equipment (UE) including, where required, interim location information, initial location information, and updated location information.  The LRF may interact with or contain other types of location server functions in order to obtain location information.
Routing Determination Function (RDF):  This functional entity, which may be integrated in a Location Server or in an LRF, provides the proper PSAP destination address to the E-CSCF for routing the emergency request.  It can interact with a location functional entity to manage ESQK allocation and management and deliver location information to the PSAP.
IP-Connectivity Access Network (IP-CAN):  The IP-CAN is the collection of network entities and interfaces that provides the underlying IP transport connectivity between the UE and the IMS entities.  One example of an IP-CAN is GPRS.


3. BACKGROUND
The application of IMS architecture concepts and technologies to the routing of VoIP customer-originated emergency calls in an i3 environment must meet the basic requirements for VoIP emergency service. That is, an IMS-based i3 Solution must, at a minimum support the following emergency service capabilities:

· The ability to detect that a customer is requesting emergency service

· The ability to selectively route the emergency call to the appropriate Public Safety Answering Point (PSAP) based on the location from which the call was originated;  this includes support for default and alternate routing capabilities

· The ability to provide to the PSAP the necessary customer location and callback information related to the calling party

· The ability to transfer the emergency call to another PSAP or authorized entity, and

· The ability to support the dispatch of the appropriate emergency services personnel to the caller’s location.

In the context of the i3 Solution, it is expected that the VoIP endpoint will be able to detect that an emergency call has been originated based on the emergency dial-string provided by the caller, and that the endpoint will translate that local dial-string to some type of universal emergency identifier.  Having detected the emergency call request, the IP client/endpoint may be responsible for interacting with an Emergency Call Routing Function (ECRF) to determine the proper PSAP to which to route the emergency call since, in the context of the i3 Solution, there need not be a voice or other Communications Service Provider in the path from the originating VoIP endpoint to the PSAP. It is also possible, in the i3 Solution, that there will be multiple stages of routing VoIP emergency calls. For example, all emergency calls placed within a particular jurisdiction may be directed to a common URI (e.g., the Emergency Services Routing Proxy [ESRP]), with further routing occurring beyond the common URI to identify the specific PSAP to which the call will be directed. The exact nature of the routing procedures will depend on which elements in the i3 Solution architecture have access to routing information, and the nature of the routing information that the element has access to. If, for example, an emergency call is detected at a VoIP endpoint, but the architecture that supports the VoIP customer includes a VSP, the VoIP endpoint may route the call to an entity in the VoIP network, like an IP Routing Proxy, that will be responsible for accessing the ECRF to obtain PSAP routing information. Alternatively, as described above, the VoIP network may instead route all emergency calls originating from a particular geographic area to a certain ESRP that will access an ECRF for selective routing data that identifies the destination PSAP for the call.

It is critical that any entity in the i3 Solution that is responsible for location-based routing, whether to a common URI or to the PSAP, must have access to the caller’s location information. 

A basic architectural principle of the IMS solution for emergency sessions is that the User Equipment (UE) will be responsible for detecting an emergency session based on an analysis of the dialed digits or SIP URI, and will provide an indication of the emergency session to the network.
  If the UE is already registered with the IMS, it will also perform a registration for the support of emergency services, in which it may use a special emergency Public User Identifier in the emergency registration request.  If the UE does not have sufficient credentials to authenticate with the IMS, 3GPP TS 23.167 allows session establishment to be performed without an existing security association between the UE and the P-CSCF.  In this case, the UE will provide some type of equipment identifier in the request to establish the emergency session, along with both “anonymous user” and “emergency service” indications.
  The IMS network is required to be able to distinguish emergency sessions from other sessions, and to apply special treatment (e.g., with respect to filtering, higher priority, routing, QoS) to emergency sessions.

The IMS solution for emergency sessions, as defined in 3GPP TS 23.167, does not regard Emergency Service as a subscription service, so it is expected that for roaming users, the CSCFs providing service for emergency sessions will reside in the visited network. Thus, the CSCFs providing service for emergency sessions may be different from the CSCFs involved in providing other IMS services.  The P-CSCF is the IMS network entity that is responsible for detecting requests for emergency sessions, and forwarding those requests to an E-CSCF in the same network.  The E-CSCF is the IMS network entity that is responsible for routing emergency requests to the correct PSAP based on the caller’s location information (and possibly other information, such as the type of emergency service being requested).  

The IMS core network is expected to be able to retrieve and transport information on the location of the subscriber.  Thus, the IMS architecture for emergency sessions includes a LRF, which handles retrieval of location information for the UE which may consist of interim location information, initial location information, and updated location information.  The LRF may interact with or contain other types of location server functions to support the retrieval of location information.  The LRF may interact with a separate RDF, or contain an integrated RDF, in order to obtain location-based routing information. The RDF will be responsible for providing the correct PSAP destination address to the E-CSCF for routing the emergency request based on the location of the caller.  The RDF is similar in functionality to the i3 ECRF and the Mapping Server functionality that is being defined in the IETF. An ECRF uses valid civic addresses or latitude/longitude/altitude coordinates as inputs and determines PSAP routing information.  The ECRIT effort within IETF is focusing on the definition of a mapping protocol that would support queries for location-based routing information.
If the UE has location information available, it is expected to include the location information in the request to establish the emergency session.  The E-CSCF may query the LRF to obtain further location information or to validate the location information provided initially by the UE.  The E-CSCF will route the emergency request to the PSAP that corresponds to the current location of the UE.  The IMS forwards the SIP request containing the UE’s location information to the PSAP.  The location information contained in the SIP request may consist of explicit location information and/or a reference key to allow the PSAP to retrieve location information at a later stage. 

4. EXAMPLE IMS-BASED CALL ROUTING SCENARIOS
This section illustrates some example call flows that might exist in an i3 environment. The first example flow, illustrated in Figure 1-1, reflects a single-step emergency call routing approach in which elements of the originating IMS-based network are responsible for querying a routing determination function to obtain PSAP routing information in support of an end user emergency session request. The second example flow illustrates a two-step emergency call routing approach in which the routing information obtained by elements of the IMS-based originating network identify an ESRP in an Emergency Services IP Network, and the ESRP obtains PSAP routing information by interacting with an i3 ECRF. In this scenario, it is assumed that the Emergency Services IP Network is not an IMS-based network.  This example emergency call flow is depicted in Figure 1‑2.
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Figure 1-1  Single-Step Routing of Emergency Call Using an IMS-based i3 Solution Architecture
1. The UE detects the request for an establishment of an emergency session.  The UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.
  

2. The UE initiates the IMS emergency session establishment by sending a SIP INVITE request to the P-CSCF determined via the CSCF discovery mechanism.  In this scenario, it is assumed that the UE knows its own location.  The INVITE contains an emergency indication and location information.

3. The P-CSCF detects the request for the emergency session and forwards the request to the E-CSCF in the same network.

4. In this example, it is assumed that the IMS core network requires the assistance of an RDF to determine the correct PSAP.  The E-CSCF sends a routing information request to the RDF, containing information that identifies the UE, the IP-CAN, and any location information provided in the INVITE described in Step 2.

5. The RDF returns the necessary routing information to the E-CSCF.

6. The E-CSCF routes the request toward the appropriate PSAP, based on the location-based routing information received from the RDF. The request contains information to support callback to the emergency caller (obtained via a previous registration process), as well as the caller’s location.
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Figure 1-2  Two Step Routing of Emergency Call Using IMS-based i3 Solution Architecture

1. The UE detects the request for an establishment of an emergency session.  The UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.  

2. The UE initiates the IMS emergency session establishment by sending a SIP INVITE request to the P-CSCF determined via the CSCF discovery mechanism.  In this scenario, it is assumed that the UE knows its own location.  The INVITE contains an emergency indication and location information.

3. The P-CSCF detects the request for the emergency session and forwards the request to the E-CSCF in the same network.

4. In this example, it is assumed that the IMS core network requires the assistance of an RDF to determine the address of an ESRP in the Emergency Services IP Network.  The E-CSCF sends a routing information request to the RDF, containing information that identifies the UE, the IP-CAN, and any location information provided in the INVITE described in Step 2.

5. The RDF returns the address of the ESRP to the E-CSCF.

6. The E-CSCF routes the emergency call request to the ESRP in the Emergency Services IP Network.

7. When the ESRP receives the emergency call request, it determines that it needs to initiate a routing request to an ECRF to identify the address of the destination PSAP for the call. It sends a request to the ECRF that contains the location information received in the call request, and an indication that it is the ESRP that is originating the request for routing information

8. The ECRF processes the routing request and determines that the ESRP is entitled to receive the URI of the destination PSAP associated with the caller’s location in the routing response.

9. The ESRP routes the emergency call to/toward the destination PSAP using the URI received in the routing response.
5. DEFAULT/BACKUP ROUTING

In today’s E9-1-1 implementations, the identification of a default PSAP DN is typically based on the incoming trunk group for the call in ANI failure scenarios. If ANI is available at the Selective Routing entity, but selective routing information is not available for the given ANI, the Selective Routing Database (SRDB) may determine a default ESN based on other factors, and return this ESN value to the Selective Routing entity for use in subsequent emergency call processing.

In an i3 environment, if PSAP routing information cannot be determined because sufficient information is not received with the call to support the routing process (i.e., location information is not available for the call), the entity responsible for obtaining PSAP routing information will route the call based on a default PSAP/call center URI that is either provided in the routing response from the ECRF, or determined based on information stored at the selective routing entity. The selective routing entity will also need to have procedures for identifying a default PSAP/call center URI in situations where it has not received location information from the ECRF.  
Likewise, in scenarios where the RDF in the IMS-based network are responsible for identifying PSAP routing information, there will be a need for the IMS-based network to support a default routing mechanism in support of emergency call routing.












� Note that the IMS solution also supports scenarios where the UE is unable to detect an emergency session.


� It should be noted that IMS support of emergency calling from unauthenticated users is still being debated in various standards organizations (e.g., 3GPP2).


� The exact mechanism used for P-CSCF discovery is dependent on the IP-CAN.
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