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The Case Against ESME

Basically, I don’t think “Mediation” is a useful concept when applied to i3.  The fundamental assumption for ESME is that there is value in having an intermediary between a service and the PSAP.  This means that a service (which we all agree is defined as a web service, whether or not EISI is used) has another party in the path.  Since we would expect to pay for this mediation, the value of the mediation has to be high enough to make it worthwhile.  ESME’s fundamental assumption is that the basic operation is a “decked-out” ALI query, and value added service such as that provided by SSPs today should remain the fundamental architecture for the future.
First of all, a normal call to 9-1-1, handled by an i3 PSAP, and not needing services beyond what is available now, DOES NOT use any service an ESME would provide.  I’ll let that sink in:

1. Location comes with the call; you don’t have anything like an ALI.  For backwards compatibility, I think there will be a table that maps TN to address for non upgradeable wireline switches.  In my view, that table is LOCAL to the LEC/CLEC, and only has a simple civic address, with no other information (no ESN, no routing data, …).  This allows the VoIP gateway that connects the Class 5 to the Emergency Services Network to put location as a PIDF-LO on the call, and route it with the same (ecrit) mechanism as any other i3 call.  Wireless would work the same way but doesn’t need a table; they simply put the call on a VoIP network with location in the signaling and use the ecrit mechanism to route.
2. Routing for all calls is done with the IETF ecrit mechanism.  All routing will be done, in my view, with this mechanism.  This means that the carrier uses it to route to an ESRP (state level routing proxy), the ESRP uses it to route to the PSAP, and the PSAP uses it to route to responders.

3. A call arrives at the carrier with location, that location is used to route to the ESRP, the ESRP routes to the PSAP, the PSAP gets the call with location.  It uses the ecrit mechanism to route to the responders, who get the call with location.

At no time did it need any web services to handle the call.  It’s all done with SIP and the ecrit mechanism.
As you add more features, many don’t need any service like those ESME contemplates.  A 3rd party call origination for example (OnStar or central alarm monitoring) is all done with SIP (and location of the caller in the SIP messaging).   With OnStar, they have information responders, or even the call taker, may want.  Fine, they can put a URI in the SIP signaling which can then be used to retrieve the data with a simple HTTP retrieval of an XML data structure.  We don’t need a web service to get data associated with a call if a reference to the data can be sent in the signaling.  This is exactly like location; the data, or a reference to it, is included in the signaling.
This is not to say that we won’t have services, I expect we will define several services in i3, and I expect many other “value added” services to be offered by various entities.  What I am saying is that mediation doesn’t mean much to those services.  I am hard pressed to think of any service where mediation is of value.
Mediation was thought of when the model of the system was ALI based.  There is no ALI, and nothing really like the ALI in i3, as least as I see it.  This doesn’t diminish the argument that, for example, some service provider could provide assistance to PSAPs who are not technically sophisticated.  While I’ve never met a PSAP that believed that assistance was invaluable, I’ll believe that there are PSAPs out there who want help.  That’s fine; we will have many ways that an SP can assist PSAPs in providing good 9-1-1 call taking.  It does not require inserting a protocol mechanism between the “real” service and the user.
ESME introduces a lot of mechanism, at a significant cost I believe, for little value.

I do think we need some common notion of identity, so that we can achieve a single signon.  I think there are several proven solutions for that which I think we should select from.  I don’t see much else of ESME that we need or want.
The Case Against EISI

This is a harder issue because the standard is not complete yet.  Generally, I agree that we want to define services as Web Services.  We want to use XML/SOAP/HTTP to invoke them.  We do need some method for service discovery and registration.

First of all, I think EISI is too proscriptive of implementation.  This is especially true in the area of reliability.  There are many ways to achieve reliability in IP networks, not all services have the same reliability requirements, and HOW you achieve reliability, unless it is visible to the external interface, should not be proscribed.  As an example, “Heartbeats” may or may not be appropriate for any given service.  I see no advantage to requiring any kind of mechanisms such as heartbeats.  Any service that wants to could implement a heartbeat mechanism and the implications on the client or server is not worth worrying about.
EISI inappropriately reflects the ESME notion of “event”.  As I note above, there is no ALI equivalent.  We will need identifiers, but those identifiers are associated with the “call request”, “incident”, etc.  Clearly, “Call Request” could be “Event” in ESME but I claim that most services won’t use them in the way the EISI implies.  For example, a logging service may log an event that has a Call Request ID in the log, but the service itself does not need, nor can it actually work, if every request to the service has to specify a call request.  Clearly there are events that are logged (such as maintenance events) that are not associated with an “event”.  Similarly, we may have a message that only refers to an incident, and not a specific call request.  I also think it’s not possible in many cases to identify an end to most of the things for which “event” is used.  A Call has an end, a call taker may finish her processing of it, but there is subsequent processing on it that doesn’t have a defined end.  I don’t think we need to have an end.  Furthermore, forcing every service to have a notion of “event” is not a good idea.
There are aspects to EISI that are of some value.  We probably need some kind of standardized asynchronous event notification for services, for example.  I think there are much more useful ways to provide this, but we could reuse some of the EISI machinery for the purpose if it was extracted from the parts we don’t need.
How services should work

I think that services are described with a WSDL, invoked with SOAP over HTTP and are discovered with UDDI.  I think that there are few other requirements of services.  I think that we define, in the i3 document set, a set of “core” services that can be assumed to be present.  These services, which are not otherwise distinguished from any other service, include an authentication service, a policy service, a logging service and an asynchronous event service.  Any service is encouraged to use these services rather than defining their own mechanisms for similar purposes, but is not absolutely required to do so.
I think we also define services such as a provisioning service for the routing database, which would use the core services, and would be standardized for all implementations.

But I think that is about as far as we need to go with services.  I think we get no value from further restricting the “style” a service may define.   I’m all for making maximum use of common mechanisms which do not put a straightjacket on implementers.  I think the model of providing core services whose use is encouraged, but optional, is a much better way to go then mandating particular functions, data structures or mechanisms in every service. 
Conclusion

Don’t use ESME or EISI in i3
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