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�
Introduction





During the last meeting in Savannah, Nortel Network proposed that TR-41.4 develop an architectural document to provide framework and structure for identifying the location of IP Telephony E911 calls. Nortel identified two choices of positioning technologies. Network-based, which achieves positioning with a network management overlay such as SNMP and Set-based, which uses positioning devices (e.g., GPS) integrated into the set. The following is proposed text for the Set-base solution.  





Set-based Solution








An advantage of IP sets is that they can be moved without any administrative intervention. This allows user freely to roam among various networks such as IP, cellular and wireless. Also, telecommuters, working from home, hotel room or airport connected (tunneled) to their corporate network via an ISP (dsl, cable or wireless LAN).





In these cases, the Set-based solution eliminates some of the limitation and complexity of the Net-based solution. The Set-based uses the networks only for carry the data stream to and from the positioning device.  If the network has hub configuration, dynamically changing or the adjacent networks do not deploy compatible solution, positioning becomes very difficult, complicated and inaccurate.  





One other issue of importance is privacy. The Net-based solution provides the service provider capability to maintain a data base location for commercial proposes. The information then can be sold to the location-based-service provider without user having any control over it. On the other hand, the Set-based solution provides more control to the local network or the user for the transport of their location information to other entities. 





Architecture





Cellular phones have been deploying Set-based solution for E911 calls for a while. Basically, the handset uses a positioning device, such as GPS, to determine the handset geographical coordinates. The service provider retrieves the physical address from the location parameters and sends it to the appropriate PSAP jurisdiction. A similar concept can be used for IP Telephony. However, the problem is that GPS do not work very well indoor, particularly, in a dense metropolitan environment or in high raise buildings. This problem can be overcome by retrieving the position information from the nearby devices or a beacon, which is accurate, secure and trusted.














Positioning Beacon





The beacon is a stationary device, installed at various locations (offices, hotels and homes) separately, similar to the smoke alarm, or integrated into the wall mounted LAN connector. When is activated, by an E911 call from an IP set equipped with the same signaling capability, provides physical location information. The location information provided may be in form of position coordinates or a unique code.





The beacon can be deployed in several ways. For example, it can provide a repeater function for amplifying the GPS timing signals; in a high raise building, from the satellites or inserting the floor number into the GPS signals. Or, it can be programmed to originate and transmit a new timing signal  (emulating its physical location coordinates) when activated by an E911 call. The coordinates then are cross-referenced to an actual physical address for PSAP.





Beacon Signaling





Several options are available for the signaling between beacon and IP Telephony, including: Bluetooth, GPS, DTMF, and others. When an E911 call is placed a functional entity (E911 server or call server) transmits an activation signal. The nearby beacon becomes activated (if the signaling provides the capability for the control of individual beacon, Bluetooth). If not, all the beacons become activated (DTMF). Once the beacon is activated it transmits its preprogram coordinates or a unique code to the E911 server, which then is mapped into a physical address for PSAP. The beacon(s) is (are) de-activated by the E911 server when the call is answered by the PSAP.  





Bluetooth





Bluetooth is a new technology with a very large industry support (over 2100 members). It provides1Mbps radio link with a single asymmetric channel at 723 kbps (57k return) or bi-directional 434 kpbs, supporting up to 3 voice (full duplex) channels. Bluetooth range is from 10m to about 100m with capability to connect to any portable and stationary communication devices. 





Bluetooth connections are instant and are maintained even when devices are not within line of sight. It provides instant connection to another Bluetooth radio as soon as it comes into range. It supports both point-to-point and point-to-multipoint connections. Several Pico nets can be established and linked together. It supports email, two way messaging, LAN and IP access


. Bluetooth is fully functional in noisy environment and data are protected by advance error-correction method, encryption and authentication routine for privacy.  


For more information see (http://www.bluetooth.com).








GPS





The commercial GPS system determines its location from the satellite timing signals it receives and provides four primary functions: determining the code phases (pseudoranges) to the various GPS satellites, determining the time-of-applicability for the pseudoranges, demodulating the satellite navigation message, and computing the position of the receiving antenna using these pseudoranges, timing, and navigation message data.





 DTMF





This is the well known signaling which does not require explanation here. The beacon transmits the location information in form of DTMF tone when activated. The IP Telephony picks the DTMF signal via a handset receiver of or a computer microphone.  





Recommendation





It is very likely that all the future mobile communication devices (Cellular, Wireless, Laptops, PDA) will be equipped with Bluetooth, GPS or both. IP sets equipped with Bluetooth (in connection with Bluetooth beacon) can provide positioning information for IP telephony and mobile devices (when indoor), and   interwork with them for other services. 





Nortel Networks recommends that Bluetooth be considered for set-based positioning of IP Telephony E911 calls.














