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1 INTRODUCTION

1.1 General
This NENA Technical Information Document provides a reference to E911 Service Providers and Local Exchange Carriers in defining a methodology for migration of existing enhanced 9-1-1 networks.

1.2 Purpose and Scope
This document is a guide for 911 Subject Matter Experts (SMEs) and Regulatory Agencies in determining a prudent, cost effective network migration that will be capable of handling current and future 9-1-1 calls and any associated data regardless of the source of the call (i.e. POT S line, Cellular, Packet etc.).

This document is not intended to provide 911 SMEs’ or Regulatory Agencies with a definitive mechanism for 9-1-1 network migration.  Also, this document is not to be construed as NENAs complete endorsement of a particular technology over another. 

1.3 Reason for Issue

The reason for issuance of this document is to provide guidance when planning migration of an existing enhanced 9-1-1 network.

2 ENHANCED 9‑1‑1 SYSTEM DESCRIPTION AND FEATURE DEFINITIONS

2.1
E9-1-1 System and Feature Overview

The 3‑digit telephone number 9‑1‑1 has been designated for public use throughout the United States and Canada to report an emergency, request emergency assistance, or both.  This number is intended as a nationwide, universal telephone number to provide the public with direct access to a PSAP (Public Safety Answering Point).  A PSAP is an agency or group of agencies designated and authorized to receive and respond to emergency calls requiring one or more public services (Police, Fire, EMS or all three). 


The E9-1-1 feature provides Enhanced 9‑1‑1 service capabilities and optional PSAP customer services for completing and handling 9‑1‑1 calls.  This feature provides the capability for the E9-1-1 tandem office to serve several PSAP’s within the same E9-1-1 service area.  The main characteristic of E9-1-1 service is the capability of the E9-1-1 tandem office to selectively route a 9‑1‑1 call originated from any station in the E9-1-1 service area to the correct primary (or controlling) PSAP designated to serve the originating station's location.  The following are some of the services that are available with the E9-1-1 feature in addition to those available in the basic 9‑1‑1 feature: 

· Selective Routing (SR)

· Default Routing

· Alternate Routing for PSAPs that are traffic busy, on night service or have a power failure

· Central Office Transfer (selective, fixed and manual)

· Automatic Number Identification (ANI)

· Automatic Location Identification (ALI)/Database Management System (DBMS)

· Forced Disconnect

· Night Service

· Automatic Call Distribution (ACD)
2.2
General Feature Assignments

E9-1-1 service is provided on a per‑system basis. In an E9-1-1 service area, typically one switching office is designated as an E9-1-1 tandem office for all 9‑1‑1 calls.  


This E9-1-1 tandem office serves all PSAPs in the E9-1-1 service area and can provide Selective Routing (SR) for incoming 9‑1‑1 calls from other offices.  Dedicated E9-1-1 trunks are equipped in the E9-1-1 tandem office for each PSAP served.


2.2.1
Selective Routing 

Selective Routing is a standard service which routes an E9-1-1 call to the appropriate (primary) PSAP based on the calling party's telephone number. 


2.2.2
Default Routing

Default Routing is a standard service that allows a 9-1-1 call to be routed to a default PSAP when the call cannot be selectively routed. 


2.2.3
Alternate Routing

Alternate Routing is a standard service which allows the E9-1-1 Tandem Office to route a 9‑1‑1 call to a pre‑designated alternate PSAP if the primary or controlling PSAP is unable to accept the call. 


2.2.4
Central Office Transfer

Central Office Transfer is a standard service available for each PSAP.  This service provides the capability for an established 9‑1‑1 call to be transferred by the PSAP attendant, via the E9-1-1 tandem office, to another PSAP or some other destination.  A call transfer is accomplished at the E9-1-1 tandem office via a 3‑way conference connection.  This permits a simultaneous 3‑way connection for the calling party, primary PSAP attendant, and the desired destination, which may be another PSAP or some other Directory Number (DN). 

Three types of Central Office transfer services: selective, fixed and manual are available individually or in combination for a PSAP. 

2.2.5 Selective Transfer

Selective transfer is an optional service that allows an established 9‑1‑1 call to be selectively transferred by the E9-1-1 tandem office from the primary PSAP to the correct secondary PSAP associated with the calling station ANI DN.  This transfer occurs without the primary PSAP attendant having to determine and manually dial the digits for the correct destination.  Each primary PSAP may have several secondary PSAPs associated with it for this transfer feature.  To initiate selective transfer to the correct secondary PSAP, the PSAP attendant operates a key associated with the particular type of emergency service desired (e.g., a fire department).  The E9-1-1 tandem office automatically determines the designated secondary PSAP (e.g., fire department A) to serve the calling station, and selectively transfers the 9-1-1 call to that secondary PSAP.  9‑1‑1 calls can also be selectively transferred to non‑PSAP locations (e.g., Poison Control Centers).

Note:
Typically, a PSAP is designated as primary or secondary; the designation refers to the order in which 9‑1‑1 calls are directed for answer.  Primary PSAPs respond first; secondary PSAPs receive calls only on a transfer basis.

2.2.6 Fixed Transfer

Fixed transfer is a service that allows an established 9‑1‑1 call to be transferred by the PSAP attendant to another PSAP destination (e.g., fire department A).  By the operation of a transfer key or a speed dial code, fixed transfer uses the Speed Calling feature of the E9-1-1 tandem office.  E9-1-1 calls can also be transferred to non‑PSAP locations (e.g., Poison Control Centers). 

Fixed transfer provides for call transfer to any limited number of destinations.  The PSAP attendant determines the desired destination and operates the particular key associated with that destination. 

2.2.7 Manual Transfer

With manual transfer, the PSAP attendant determines the desired destination and manually dials the number of the destination or associated Speed Call code (if Speed Calling is provided). 

2.2.8
Automatic Number Identification (ANI) 

ANI allows (for 9‑1‑1 calls only) the ANI DN of the calling station to be automatically forwarded to the PSAP and shown on a display within the attendant position. 

2.2.8.1 7 Digit ANI

When the ANI DN of the calling station is available, the display indicates a Numbering Plan Digit (NPD) that provides an indication of the Numbering Plan Area (NPA/Area Code) of the calling station and the 7‑digit ANI DN of the calling station.  In cases where the ANI DN is available, but the call either cannot be properly routed by the E9-1-1 tandem office, or the call requires special attention by the PSAP attendant, the ANI DN displayed may be optionally flashed to alert the answering PSAP attendant of default routing.

2.2.8.2     10 Digit ANI
Refer to NENA 03-002 NENA Recommendation for the implementation of Enhanced MF Signaling, E9-1-1 Tandem to PSAP.

2.2.9 Automatic Location Identification (ALI)

ALI provides street address information and dispatch information associated with the ANI to be displayed at the answering PSAP.  (For further details, refer to NENA Database Standards Document). 


2.2.10 Forced Disconnect 

Forced disconnect is an inherent capability of E9-1-1 service that prevents a calling station which remains off‑hook from indefinitely holding the connection to a PSAP.  It allows a PSAP attendant to release a 9‑1‑1 call connection even though the calling party has not hung up, thereby preventing a tie‑up of dedicated 9‑1‑1 facilities. 


2.2.11 Night Service 

Night service is a standard feature available for each PSAP.  When night service is in effect, all 9‑1‑1 calls to that PSAP are automatically forwarded to the assigned alternate DN.  This alternate DN may be associated with a secondary PSAP or some other destination. 

2.2.12 Automatic Call Distribution (ACD) CPE or Central Office Based

When an ACD is used as the primary answering device for emergency calls the ACD shall follow the same guidelines as outlined herein in applicable sections.

3 VOICE USING PACKET BASED APPLICATIONS

This section provides a high level overview of Packet based Technologies and requirements for 9-1-1 interface and interconnection arrangements.

3.1
Voice over Packet (VoP) 
The generic term that includes the popular acronym VoIP is Voice over Packet (VoP). This can mean at a minimum:

· VoATM – Voice over Asynchronous Transfer Mode which is being used extensively by incumbent and new service providers

· VoFR – Voice over Frame Relay 

· VoDSL – Voice over Digital Subscriber Line 

· VoIP – Voice over Internet Protocol

The reasons for using each of the above is not elaborated on, except that the use depends on network availability and requirements. Of the above list VoIP is the common denominator because it can theoretically be transported over all the others and delivered to an end-user such as an E9-1-1 PSAP.

3.2
IP Standard Protocols
Although ITU-T H.323 is a standard that is supported by many products there are other standards being worked to improve and/or correct deficiencies of ITU-T H.323 such as:

· MGCP – Media Gateway Control Protocol

· SIP – Session Initiation Protocol

· MPLS – Multi-Protocol Label Switching, which allows integration of IP network overlaid on Asynchronous Transfer Mode (ATM) infrastructure.  While MPLS can operate on ATM switch fabric, it is not compatible with existing ATM Forum standards. It can also support IP and FR layer 2 protocols. MPLS is a framework  that uses existing protocols

However, as with all Internet related development there is constant change and evolution. What is here now will likely be added to, changed or put aside within six months.  Table 1 gives an idea on how some of the protocols of interest fit together in the Open Systems Interconnection (OSI) layered architecture model. It’s all a matter of protocols and how they are nested within the OSI layered architecture.

Table 1 - Layered Protocols (OSI)

	Levels 7 to 5

(Application, Presentation, Session)
	G.711 and others

	
	H.323, MGCP

	
	RTP, RTCP, RSVP, SIP

	Level 4 - Transport
	TCP, UDP

	Level 3 - Network
	IP

	Level 2 - Data Link
	ATM, FR, xDLC, 802.x

	Level 1 - Physical
	SONET, coaxial, copper, fiber, wireless, …


IP is designed to be a logical inter-network protocol that connects different types of physical networks, labeled sub-networks.  Consequently, one sub-network could be based on Frame Relay, a second based on Ethernet, a third based on X.25, and yet a fourth based on Asynchronous Transfer Mode (ATM), and nevertheless all could communicate with each other given IP routers connected at the edges of each physical network.

3.3 Industry Standard Organizations

IP/Internet Protocols are continually being introduced and evolved through the Internet Engineering Task Force (IETF). The IETF has managed to introduce Internet standards at a fast rate that matches the speed of Internet development. This has allowed products to be rapidly introduced into the world market. These standards are also being adopted by world and national standard bodies at a much faster rate than has traditionally occurred in the past. This has been aided by the formation of a number of Forums (such as the VoIP Forum mentioned previously) created by enterprises and other interested bodies that promote the use of new standards while at the same time influencing standard organizations to accept them. How this all interrelates is shown in Figure 1. The study groups shown are there to work on the standards and make standardization happen in months rather than years (though it would be interesting to see if this is actually the case in fact).

3.4  IP Telephony and Quality of Service (QoS)

A concern with 9-1-1 communications is to guarantee an end to end Quality of Service (QoS) for the caller and the call taker, the utmost availability of an accurate location of the caller to the call taker, and an accurate call back number so the call taker can re-contact the caller if disconnected.  It is assumed that a network is engineered for sufficient bandwidth and no discernable packet loss.

The prime QoS parameters are;

· Delay (a.k.a. Latency) - anything that may delay transmission of the packets such as protocol conversion, queuing, etc.

· Jitter - packets arriving at a non consistent rate

· Echo

QoS can be implemented using such techniques as Differentiated Services (Diff-Serv) or Integrated Services (Int-Serv). Diff-Serv is a broad QoS mechanism for aggregated traffic while Int-Serv provides QoS down to the packet flow or application level.

The Quality of service (QoS) is important for VoIP, whether or not the audio path is compressed. Ensuring that the IP transport provides consistent packet throughput with low delay and delay variation is a function of IP network design. There are numerous technical issues that must be addressed to provide adequate QoS for voice, but there are design/configuration mechanisms to address all of these issues. It is extremely important that whoever designs the IP network has a solid understanding of QoS considerations (queuing methods, fragmentation/interleaving techniques, header compression techniques, traffic-shaping, etc.), or you may experience poor voice quality when using VoIP on this network. How good VoIP calls sound is dependent on the IP network design.

Talker echo (see ITU Recommendation G.131) can adversely affect voice quality in traditional or IP Telephony environments. Talker echo is caused when speech signals from a talker are reflected in the audio path back to the talker. The points in the audio path where talker echo generally occur are (1) acoustic feedback in a telephone  or speakerphone endpoint; and (2) electrical "hybrids" that convert bi-directional 2-wire audio paths into a 4-wire audio paths with separate uni-directional paths for send and receive.

While IP QoS is not a factor in the creation of echo, a VoIP network with high delay can cause existing echoes to be more objectionable. The degree to which echo is annoying is a function of the loudness and the delay period of the echoes (see ITU Recommendation G.131). IP QoS does not affect signal reflections that cause the echoes, nor does it increase the loudness of the echoes.

There are a variety of other issues that affect voice quality in VoIP systems (low bitrate codecs in tandem, silence suppression, background noise, input audio levels, etc.), and in general the issues of voice quality should be separated from IP QoS issues.

3.5 Gateway

VoIP interconnection to the Public Switched Telephone Network (PSTN), and therefore with the 9-1-1 networks, is achieved by using a gateway.  The gateway receives packetized voice transmissions (messages/commands) from within the IP network and routes them to the PSTN network using a trunk interface. An example of this is shown in Figure 2. 
Figure 1 - High Level VoP Network View
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There are various types of gateways. The following list shows some of them:

· Trunking gateways, that interface between the telephone network and a Voice over IP network for ISUP, MF signaling. Such gateways typically manage a large number of digital circuits.

· Voice over ATM gateways, which operate much the same way as voice over IP trunking gateways, except that they interface to an ATM network.

· Residential gateways, that provide a traditional analog (RJ11) interface to a Voice over IP network. Examples of residential gateways include cable modem/cable set-top boxes, xDSL devices like the Integrated Access Device (IAD) and broadband wireless devices.

· Access gateways, which provide a traditional analog (RJ11) or digital PBX interface to a Voice over IP network. Examples of access gateways include small-scale voice over IP gateways.

· Business gateways, that provide a traditional digital PBX interface or an integrated "soft PBX" interface to a Voice over IP network.

· Network Access Servers (NAS), which can attach a "modem" to a telephone circuit and provide data access to the Internet. We expect that, in the future, the same gateways will combine Voice over IP services and Network Access services.

· Circuit switches, or packet switches, which can offer a control interface to an external call control element.

Figure 2 - Gateways and Carrier Class IP Telephony
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4 Network Interfaces
4.1 
End Office to Selective Router Interconnections in a Mixed Technologies Environment

For this scenario the end office may be managed by the Emergency Service Provider, another LEC, a CLEC, a Cable TV/Telephony provider, etc. One of the switches is assumed to be an Emerging Technologies switch while the other is a legacy switch with traditional signaling. Whichever switch is the Emerging Technologies switch must implement a gateway functionality that interworks with the traditional signaling switch. For example, if the End Office is an Emerging Technologies switch that is working into a traditional Selective Router, the End Office must incorporate a trunk gateway to deliver E-9-1-1 calls to the Selective Router using traditional signaling. The corollary is also true. If the Emergency Service Provider has upgraded its Selective Router to an Emerging Technologies switch, that switch must have a gateway to interoperate with existing End Offices.

The signaling interfaces for this network connection are SS7, FG-D and CAMA. The signaling element that is passed is the ANI/KEY of the caller.  For some architecture arrangements, a port/device's ELIN may need to be passed as the ANI/KEY, along with the caller's call back number.

4.2 
End Office to Selective Router Interconnections using Compatible Packet Technologies

In this scenario, both the End Office and the Selective Router are Emerging Technologies switches and could interconnect via the internetworking protocol of that technology. The only requirement is that ANI/KEY and location determination data, if applicable, is passed in the call setup such that the data can be used by the Selective Router for routing and can be delivered to the PSAP.  Interoperability with external 9-1-1 databases must be supported.

4.3 
Emerging Technologies Network Access for Traditional PSAP

If the Emergency Service Provider upgrades its network to serve a PSAP with an Emerging Technologies network architecture, it must incorporate a gateway to work with legacy PSAPs. This network must have the ability to support access gateways that can handle CAMA, Enhanced MF, ISDN BRI and/or ISDN PRI interfaces to PSAPs equipment, as provided by the Emergency Service Provider network.

Standard tones (dial, busy and reorder) shall be provided by a network element (e.g., the gateway) for an incoming E9-1-1 call.  The PSAP attendant must receive an audible and/or visual signal of the termination of the call.  In some cases, e.g., CAMA or MF PSAP interfaces, an audible ringing indication shall be returned to the E9-1-1 calling party from the E9-1-1 PSAP CPE.  In other cases (where an explicit indication of alerting is provided to the serving network by the PSAP, e.g., ISDN), audible ringing may need to be provided by the access gateway to the caller.

4.4 
Emerging Technologies Selective Router to Emerging Technologies PSAP

This scenario implies that the Emergency Service Provider has upgraded the network to use an Emerging Technologies switch and the PSAP has incorporated Emerging Technologies into its architecture. While the definition of Emerging Technologies PSAP is beyond the scope of this document, this interface must, at a minimum, have the equivalent functionality of the existing interfaces such as CAMA, Enhanced MF and/or ISDN.

Standard tones (dial, busy and reorder) shall be provided by a network element (e.g., access gateway) for an incoming E9-1-1 call.  The attendant must receive an audible and/or visual signal.  An audible ringing indication shall be returned to the E9-1-1 calling party from the E9-1-1 PSAP CPE.  Alternatively, audible ringing could be provided by a network element, as long as the PSAP CPE provides an explicit indication that it is alerting to the network.

4.5 
End Office Based E9-1-1 Interface 

End Office based E9-1-1 service may offer alternative emergency call handling functionality  (e.g. EO based automatic call distribution).  For this service, many of the features may be performed through a different interface, utilizing EO based network interface to perform functions, which could otherwise be performed at the PSAP.

4.6 
Busy Line Verification (BLV) / Busy Line Interrupt (BLI)

In a Voice over Packet network, the following minimum set of capabilities would need to be supported by the network to provide verification and operator interrupt:

· Support for verification access from an operator system with verification capacity equivalent to a minimum of two “no-test” trunks.

· Ability to accept requests for verification of a particular address (i.e., directory number/E.164 address).

· Ability to determine if the requested line is busy, idle, or in a permanent signal condition (i.e., off-hook but not involved in a stable call or call origination).

· Ability to bridge the operator on to an existing call, if the requested line is busy.

· Ability to interwork multiple operators service platforms.

Additional desirable capabilities could include:

· Ability to connect the operator to an idle line (no ring is provided).

· Ability to notify the operator system that 

· the verification capability is not available at this time for this line (e.g., busy tone).

· the serving network is temporarily unable to provide verification (e.g., reorder tone). 

· the requested customer line is in a permanent signal condition.
4.7 ALI Database Interfaces

Emerging Technologies devices shall interface to either off premises ALI database or a premises-based ALI database. [Based on the E9-1-1 network architecture, there are two ways to look at the ALI interfaces (PSAPs pulling data from the ALI or ALI pushing data to the PSAPs) and location determination]

4.8 Other External Database Interfaces

Emerging Technologies routing and/or location determination devices may be required to interface to an ALI database and/or selective router (to provide dynamic routing and/or address location information or other), to a Data Management System (to create call routing information) or if applicable to an external selective routing database.

4.9 New Message Formats (XML)

The ALI database will be connected to a routing device or other ancillary devices (e.g., location determination device) in the Emerging Technologies network.  It is recommended that the messages between these devices utilize eXtensible Markup Language (XML) to communicate with each other.  XML will allow the receiving device to select only the appropriate fields of data from the entire message and ignore the rest.  This will allow the same message to be sent to multiple receiving devices who have different purposes without re-formatting the message.  The Emerging Technologies network will also use XML messages from the ALI database to the PSAP, from the PSAP to the Data Management System, from the Data Management System to the ALI database system and between ALI databases systems.

The use of XML messages will allow developers to use a common Data Dictionary for the transmission and receipt and processing of data without having to use rigid data stream formats.  The use of XML will increase the interoperability across vendors' platform as the need for proprietary data messages is diminished.

4.10 Teletype (TTY) and Telecommunications Device for the Deaf (TDD)

The interface specifications to support Teletype (TTY) and Telecommunications Device for the Deaf (TDD) using an IP source to make, to route and to deliver a 9-1-1 call, including a potential recall could be supported by two (2) call type scenarios:

A) with compression

B) without compression

In scenario A, the TTY information must be passed "out of band" (e.g. in a TCP or UDP stream that is separate from the audio path), because the compression algorithm (G.729, G.723.1) is optimized for human speech, not TTY 

signals.In scenario B, the TTY information can be sent in-band just as it is in the public voice network. VoIP can use the G.711 codec (the normal method of encoding voice and in-band audio information in the PSTN, including faxes, modems, TTY) just like the PSTN uses it.
5. PSAP FEATURE REQUIREMENT SPECIFICATIONS

Fundamental E9-1-1 PSAP equipment interface and interconnections specifications could be viewed in NENA Generic Standards for E9-1-1 PSAP Equipment document (NENA 03-001).

For PSAPs using Emerging Technologies equipment, it is expected that the Emerging Technologies provider shall follow the E9-1-1 PSAP Equipment Emerging Technologies interface specifications (to be) developed by the NENA CPE Technical Committee and/or Private Switch ALI Study Group.

Further PBX specific IP information shall be available from the Telecommunications Industry Association (TIA) TR 41.4 Study Group.

7 POWER SPECIFICATIONS

7.1 Commercial Power

All Network Elements supporting Emerging Technology interfaces shall supply their own internal working voltage from a standard commercial source.  All power sources shall comply with electrical safety standards and applicable building codes, as well as the environmental requirements.

7.2 Reserve Power

In addition to the commercial power source, a reserve battery power supply or UPS shall be available to provide a minimum of 15 minutes of emergency power for full functionality of the following listed elements of the E9-1-1 system.  In most cases, 15 minutes is sufficient time to bring emergency generators on line. However, if budget permits, it is desirable to extend the 15 minutes to as much as 1 hour.

Emerging Technologies specific Network Elements requiring uninterrupted power source:

· Call Agent

· Directory Server

· Gateways

· DSLAM

· IAD

Further specifications and thorough requirements shall be included in the NENA Network Quality Working Group mimicking the Network Reliability and Interoperability Council (NRIC) Best Practices.
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