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Integrated ITS Public Safety System Functional Description

Introduction

This document provides an initial description of the different components that constitute the Integrated ITS Public Safety System in the Shenandoah Valley.  This document is a working draft and shall be updated based on the evolution of requirements placed on the system, services, and features that different stakeholders bring to bear.

Summary of Concept of Operations

The Integrated ITS Public Safety System brings together emergency services providers, public safety and medical professionals, transportation professionals, and technology companies into a collaborative framework that uses advanced communications and computer technologies to save lives, reduce long term injuries, save resources, and improve transportation management and emergency operations.

The Integrated ITS Public Safety System collects data from Mayday/Automated Crash Notification (ACN) systems, public sector traffic management systems, law enforcement, wireless carriers, 9-1-1 systems, and other sources.  The Integrated ITS Public Safety System collates, augments, and routes information to different users responding to emergencies and to applications supporting those responders. It supplements pre-existing systems (e.g. police CAD system) rather than replacing them, and it integrates them with other information sources.  Additional applications related to traveler information and traffic management also use information from the system.

The Integrated ITS Public Safety System follows an incremental deployment that leverages existing computer and communications infrastructure used by the different participating agencies.  Through additional components such as an Emergency Provider Access Database, an Intelligent Message Broker, and agreed upon practices and protocols, the Integrated ITS Public Safety System allows current standalone systems to interoperate.  Through this approach, the system maximizes everyone’s current investment to provide an improved level of customer service.

Description of Components

The Integrated ITS Public Safety System consists of multiple, independent components that cooperate in collecting data, augmenting and routing information, and supporting different users and their applications.

Figure 1 identifies how the different functional components of the system relate to each other.  Components can be grouped into one of a number of categories:  operational components, information sources, and users or applications.  
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Operational Components

The Operational Components of the Integrated ITS Public Safety System form the heart of the system.  Operational components transform data into information and route that information to all appropriate destinations.  The operational components include one or more Intelligent Message Brokers (IMB), an Emergency Provider Access Directory (EPAD), a Geographic Information System (GIS), and one or more Data Archives.  Each component provides specific functions or services that are used by other components.

Emergency Provider Access Database (EPAD) – EPAD is a set of linked directories that contains contact information for emergency response groups and related agencies such as hospitals, law enforcement, transportation agencies, telephone carriers, and telematics service providers.  In addition to the contact information, EPAD stores information regarding who should be contacted in a particular region for particular types of events such as crashes, hazardous materials spills, or natural disasters, and what information about such an event they want.  EPAD stores information in “Profiles”.  A Profile consists of a geographic location (or region), an event type, contact information for all responders in the region who should be notified about that type of event, a series of operational rules regarding how information should be routed to each contact, and what information should be provided to them.

The technical functions performed by EPAD include

· Storing information in Profiles

· Storing and managing Profiles

· Updating/editing Profiles

· Providing appropriate Profile when requested

EPAD stores the contact information and operational rules related to an incident that allows the Integrated ITS Public Safety System to operate effectively.

When used in a particular region, EPAD would reside on a computer that communicates with a server hosting other components of the Integrated ITS Public Safety System.  EPAD communicates with the server via a local area network, a broadband communications link, or in some rural areas via a dial-up connection.  EPAD follows a request/response protocol responding to different requests for information on an as needed basis.

Intelligent Message Broker – the Intelligent Message Broker is the component that aggregates data and routes information to users and applications.  The IMB takes data from diverse data sources such as Mayday data or a 9-1-1 telephone call, associates the data with a map and other data from a Data Archive, and routes the information to emergency medical staff, hospitals, and other responding or relevant agencies.  It is most likely that the system will contain several IMBs which are linked.

Information routing is based on specific operational rules and protocols agreed upon by the regional agencies, additional rules and protocols provided by EPAD, and privacy and security rules set by the owners of information, and/or agreed upon by the individual agencies in the community.

The IMB tracks the progress of an incident and associates users and specific applications with the incident.  Under this approach, authorized users may “join together” to share information when responding to a specific incident.  If an incident changes over time, the IMB provides the mechanism by which new responders can join in the information sharing “on the fly”, or leave it.  

The technical functions performed by the Intelligent Message Broker include

· Message routing according to 

· EPAD Profiles

· Operational rules and protocols

· Privacy Rules

· Update message routing “on the fly” by invoking a new EPAD profile

· Track/Record “sessions” for each active incident

· Associate users and applications with events

· Allow authorized users and applications to join or leave sessions

· Allow authorized users to develop new EPAD Profiles

-
Recognize different device and communications capabilities, and alter data communications with them depending on the device and its connection to the system

· Request map information

· Associate digital data with map data

· Archive data

· Access data archives (e.g. medical histories of victims) as appropriate for additional information

The Intelligent Message Broker routes information and manages communications and data exchange between data sources, users and applications.

When deployed in the field, the IMB can be divided into a number of different elements where each element performs a specific function.  One element can handle communications, another element can track and record sessions or incidents, another element can aggregate data for delivery to different users and applications.  The elements of the IMB can be deployed on existing information technology infrastructure or on enhanced infrastructure depending on how regions decide to deploy the system.  Using the Extensible Markup Language (XML), the Intelligent Message Broker is able to take advantage of a large and growing collection of tools for moving, translating, and manipulating data between different computers and programming languages.

Geographic Information System (GIS) – the Geographic Information System maintains map information and other spatial data, and services requests for data from the Intelligent Message Broker.  In the Integrated ITS Public Safety System, the GIS accepts data for placement on a map and forwards that map to the Intelligent Message Broker for routing to appropriate destinations.  The GIS also performs other important services such as resolving location references from different coordinate systems.  For example, Mayday information may include a location specified by latitude and longitude.  Information from a Department of Transportation may be specified as a specific milepost along the interstate.  The GIS resolves the location in the different coordinate systems and returns information in the appropriate format.  The GIS also provides address matching of locations so that responders can quickly identify where they should go.  In an off-line environment, the GIS can be used as an analysis tool to examine the performance and results of the system.

The technical functions performed by the Geographic Information System include

· Accepting data for placement on a map

· Forwarding of maps and map data to the Intelligent Message Broker 

· Resolving location references from different coordinate systems (e.g. lat./long. and route/milepost)

· Address matching

In the operational environment, the GIS supports the display of information on multiple different display devices e.g. PDAs, personal computers, mobile data terminals, etc.  The GIS provides a common base map to each display device and then sends layers of data to be displayed on that base map.  In effect the GIS performs a display function putting all relevant information in one place so appropriate personnel from multiple agencies can view “the battlefield” or the operational area.

Data Archives – The Data Archives maintain historical data and other data allowed to be shared among various agency staff.  The Data Archive follows strict privacy requirements and only provides information that is authorized for release to specific groups of people.

The technical functions performed by a Data Archive include

· Storing operational data and results

· Servicing requests for data in accordance with privacy restrictions

Over time, the Data Archive can be used to evaluate the performance of the Integrated ITS Public Safety System, quantify the benefits gained from its use, and perform more effective planning for future incidents.  Data would be archived for each incident that includes the type of incident, the severity, responses by different emergency service providers, and health outcomes.  By “mining” the Data Archive, analysts can demonstrate the return on investment achieved by using the system, improve planning and resource scheduling of safety related assets, and better quantify the benefits of future investments.

Information Sources

The Integrated ITS Public Safety System relies upon a number of different sources for information and raw data.  These sources include digital data, video data, and voice data.  From a functional perspective, these information sources can be divided into the following components.

Automated Crash Notification (ACN)/Telematics – Automated Crash Notification is a vehicle safety service that uses a cellular telephone and a Global Positioning System receiver to notify telematics service providers in the case of an airbag deployment, or the press of a Mayday button.  Within the integrated ITS Public Safety System, telematics service providers forward the digital information from Automated Crash Notification systems (or Mayday systems) to the Intelligent Message Broker that augments the data and routes the information to emergency service providers.

Telecommunications Carriers/911 – New FCC regulations require that telecommunications carriers geo-locate 9-1-1 calls, i.e. specify the location from which the call is being made.  Deployment of this technology has been divided into a Phase 1 Implementation and a Phase 2 Implementation.  In Phase 1, telecommunications carriers are to forward location information to emergency responders when the emergency responders are ready to accept the information.  In Phase 2, more advanced location services are to be provided.  Precise location information can help reduce the response time to an incident.  Within the Integrated ITS Public Safety System, location information and any associated data is delivered to those agencies which request it (through the EPAD), independent of the voice communications.  The location of the call can be shown on the GIS display. 

Commercial Vehicle Operators (CVO) – Commercial Vehicle Operators are a potential source for data in a number of areas.  As electronic communications and data services gain more widespread use, commercial vehicles could be used as traffic probes to indicate areas of delay and locations of potential incidents (as well as being customers of services selling such information).  Similarly, with electronic records of cargo on particular commercial vehicles, emergency responders can more quickly identify and respond to incidents involving hazardous materials.

Departments of Transportation – DOTs manage freeways and surface streets and monitor the status of the traffic network.  By participating in the Integrated ITS Public Safety System, DOTs are able to assist emergency service providers in responding to incidents.  Traffic data from the DOTs can be used to route emergency service providers around traffic delays and determine the quickest path to an incident and from an incident to the hospital.  DOT data of interest to the Integrated ITS Public Safety System includes incident data, traffic network conditions, and construction and maintenance information. 

For example in the State of Virginia, the Department of Transportation uses the Virginia Operational Information System (VOIS) to disseminate information about incident and traffic information.  VOIS becomes a data source for the Integrated ITS Public Safety System forwarding construction information, traffic congestion information, and other special incident information to the Intelligent Message Broker.

Real-time Video – In the Shenandoah Valley, emergency medical staff are deploying video systems to allow doctors to view incoming patients before they arrive at a hospital.  The initial deployment is called the Pegasus Project and deploys real-time video connecting medical evacuation helicopters with a portable unit at the crash site.  The Winchester Police are deploying real-time video in selected Police vehicles.  The Integrated ITS Public Safety System takes advantage of such systems by incorporating video data into the information that is routed to different users and applications.

Other information sources – the integrated ITS Public Safety System follows an open architecture and published interface definitions.  As other information sources become available that can assist in improving safety and emergency management, the integrated system can incorporate those new information sources.

Users

Part of the significant value from the Integrated ITS Public Safety System resides in its support to users and the new services that users may incorporate into their activities.  The following list of users describes the current and planned user base for initial deployment of the Integrated ITS Public Safety System.

Public Safety Answering Points (PSAP) – Public Safety Answering Points play an important role in the Integrated ITS Public Safety System.  PSAPs receive requests for assistance and forward those requests to appropriate emergency service providers.  Within the Integrated ITS Public Safety System, PSAPs communicate with the Intelligent Message Broker and receive enhanced information regarding incidents, location of the incident, and appropriate information about the victim.  EPAD provides the Intelligent Message Broker instructions on which data to aggregate and which PSAPs can accept what data. 

Personal Digital Assistant (PDA) – Personal Digital Assistants act as communication devices for safety and emergency medical personnel responding to incidents.  Through wireless communication to a PDA, emergency responders are able to share information through the Integrated ITS Public Safety System.  Information sent and received via the PDA can include incident information, incident updates, routing instructions for avoiding traffic congestion when responding to the incident, and even initial information about victims such as the extent of injuries and even allergies that the victim may have to certain medications.  Using the PDA as a communication device provides an inexpensive mechanism for all responders to use the Integrated ITS Public Safety System.  

Mobile Data Terminal – Mobile Data Terminals are another device that can be used to send and receive information through the Integrated ITS Public Safety System.  Mobile Data Terminals are usually vehicle mounted and can be used to send and receive incident information, incident updates, routing instructions for avoiding traffic congestion when responding to the incident.  Mobile Data Terminals may also be used to enter incident updates for dissemination to all personnel responding to the incident.  In the City of Winchester, the police are deploying 18 Mobile Data Terminals.

Department of Transportation (DOT) – The Department of Transportation plays a crucial role in traffic management and traffic diversion during incidents.  As a participant in the Integrated ITS Public Safety Initiative, DOTs can use the system to track the status of incidents and perform more effective traffic management.  For example in the State of Virginia, the Department of Transportation uses the Virginia Operational Information System (VOIS) to disseminate information about incident and traffic information.  VOIS becomes a user of the system collecting incident and emergency management information for use by the DOT in supporting traffic operations e.g. creating detours, identifying maintenance needs resulting from incidents, and performing traffic management. 

Emergency Responders – Emergency responders can gain the most benefit from using the Integrated ITS Public Safety System.  Through PDAs and Mobile Data Terminals, emergency responders can reach incidents more quickly and can forward information about the victim to emergency care providers while the victim is en route.  By improving the response time of all emergency responders, the Integrated ITS Public Safety System helps to save lives and improves everyone’s level of service.

Applications

The significant value from the Integrated ITS Public Safety System resides in its support to applications that help emergency service providers and other stakeholders improve their service.  As the Integrated ITS public Safety System matures, new applications will be “discovered” and developed.  Because the Initiative follows an open architecture with defined and published interface specifications, new applications will be able to come on-line very quickly.  The following applications are already planned or under development.

EMS Applications – Through the use of the integrated communications network, emergency medical services will be able to receive routing information to avoid traffic congestion and delays when responding to incidents.  EMS staff will be able to forward patient information to hospitals before the patient arrives – reducing the response time for patient care because personal information will already have been collected and assessed by medical personnel. Critical time is saved.

Medical Information – In a fully utilized Integrated ITS Public Safety System, medical information can be made available to emergency medical services staff as they respond to an incident.  If a victim has allergies to specific medications and the victim has previously authorized access to specific medical information, that medical information is automatically forwarded to the emergency service providers as a part of the incident response.  For example, if a traveler is involved in an accident and that traveler is allergic to penicillin, a specialized data archive owned by a medical or commercial entity (with consumer subscriptions to it) may report the allergy to the medical staff.  This information is also forwarded to the hospital that assists the victim – thereby reducing the response time for patient care and improving the quality of care provided.

Traffic Management – the Integrated ITS Public Safety System incorporates emergency response information with traffic information.  This information can be used by Departments of Transportation to enhance their traffic management activities.  By routing traffic around an incident, the DOT can reduce the impact of the incident on traffic flow and improve the safety for emergency responders at the scene of the incident.

Web Site – The Integrated ITS Public Safety Initiative supports dissemination of incident information through the World Wide Web.  By displaying incident information and associated traffic and emergency response data on maps on the Internet, the Integrated ITS Public Safety System provides a convenient mechanism for collating and disseminating information as widely as necessary.  Since most public agencies have access to the World Wide Web, the web site becomes a convenient place where all involved stakeholders in a particular region can view the same up to date information on the status of various incidents and emergency management activities.  The Web site provides all agencies the “god’s eye” view of the region with map displays and icons showing the different participants cooperating throughout the region.

Within the deployment of the Integrated ITS Public Safety System, the web site can be deployed before all operational components are complete.  Through a two phase deployment, the web site can display information based on telematics data and other readily available data sources in Phase 1.  As the Intelligent Message Broker aggregates new data sources, the IMB can drive data to the web site in Phase 2.  The web site is an applications that can provide immediate benefits to all participants in a region.

Traveler Information – Because the Integrated ITS Public Safety System collates many diverse sources of information, the system is able to support dissemination of that information to a wide variety of interested or affected parties.  Information can be sent to traveler information service providers to alert traveler to incidents and help travelers avoid delays to due congestion resulting from incident.  Such applications help improve the safety at the incident by reducing traffic in the area and reducing the potential for secondary incidents.

Example of Operations

This section presents an operational scenario to describe how the components of the Integrated ITS Public Safety System interact with each other.  This scenario explores how components interact in response to automated notification of an accident through an electronic mayday system.

Figure 2 presents a Message Sequence Chart illustrating how messages flow between components.  Vertical lines descending from each labeled component indicate the timeline for that component i.e. the vertical line represents increasing time.  A message flows from a source to a destination as indicated by the arrow from the timeline of one component to the timeline of another component.  The arrowhead on the message indicates which component receives the message.


For this particular scenario, we assume that an ACN equipped vehicle has been involved in a single vehicle incident on the freeway along I-81 northbound at mile marker 315 in the Shenandoah Valley.  The driver, Mr. John Smith, is unconscious, and the vehicle obstructs the right lane of the freeway. Mr. Smith is allergic to penicillin and subscribes to the Medical Database Service that allows medical staff to access his medical records.

Figure 2 illustrates message flow between components when a crash notification occurs.  In the near future, the Operations Committee of ITS Public Safety Initiative will determine how hospitals, EMS, transportation, and law enforcement agencies in the Shenandoah Valley wish to exchange information available from the Integrated ITS Public Safety System.  Other communities will have different decisions.  A great strength of the System is that it allows such differences.  This section continues to evolve based on detailing the operational practices followed by different stakeholders.

The first message in this scenario comes from the Automated Crash Notification system in the vehicle to the Telematics Service Provider.  This message is an automated message indicating that airbags have deployed, the current latitude and longitude of the vehicle, and the owner of the vehicle is Mr. John Smith.  Concurrently, the system opens a voice communication from the car.  Through a commercial wireless (“cellular”) service, the voice and data reach the public telephone networks and are conveyed to the national call center of a Telematics Service Provider (TSP).  (Note: today a human being answers such a call at the TSP, and then calls 9-1-1 if appropriate.  In the future, in the case of a severe crash, the communication would connect to the TSP electronically, but the voice would probably first be answered in a 9-1-1 center.) 

The next message comes from the Telematics Service Provider to the Intelligent Message Broker.  This message includes an event identifier unique to the Telematics Service Provider, the latitude and longitude of the incident, the call back number of the Telematics Service Provider, the potential identification of the victim, and that this incident includes a passenger vehicle and that airbags have deployed.  In advanced ACN systems, data describing the severity of the crash (speed, roll over, direction of force, etc) are also provided (“crash metrics”).

The Intelligent Message Broker uses the information from the Telematics Service Provider to send a message to an Urgency Algorithm (assumed to be in the Other Databases component in Figure 2).  This message includes the location of the accident and the crash metrics.  The Urgency Algorithm responds with a prediction of the severity of the incident and the likelihood of severe injury.  

The next message comes from the Intelligent Message Broker and goes to the GIS Display.  This message requests a base map, base map identifier, and GIS layer locating the incident on the base map.  The GIS Display responds with the base map, base map identifier, and GIS layer locating the incident on the map.

The Intelligent Message Broker next contacts the Emergency Provider Access Directory (EPAD) to request an EPAD Profile indicating which agencies need to be contacted for this kind of event in this geographic location.  This message includes an Incident Session identifier, the location of the incident, the type of incident, and the severity of the incident.  EPAD uses these three parameters to determine what to do with the information.

The Intelligent Message Broker also contacts the Medical Database Service (also assumed to be in the Other Databases component in Figure 2) to determine if the potential victim has medical information available.  Because Mr. Smith subscribes to the Medical Database Service, his information is available.  If he did not subscribe, no information would be available.  In this scenario, the Medical Database Service responds with the potential victim identification and his associated medical information – specifically that Mr. Smith is allergic to Penicillin, reported as text.  If he had not been a subscriber, the Medical Database Service would respond with a message containing the victim identification and text saying no medical information is available.

In Figure 2, EPAD next returns a selected EPAD Profile to the Intelligent Message Broker.  The EPAD Profile is a list of agencies to contact, instructions on how to communicate with that agency, and list of data of interest (and allowed) to each agency.

The next message illustrated in Figure 2 is the response from the Medical Database Service to the IMB.  Figure 2 shows this message after the EPAD response in order to indicate the asynchronous nature of EPAD and other components.  The IMB cannot proceed forward until it receives the response from both EPAD and the Medical Database service.  However, the responses from those two components can come in any order.

Once the IMB has the EPAD Profile and any medical information available, the IMB begins contacting the interested agencies as specified in the EPAD Profile.  First is 9-1-1, so the next message in Figure 2 comes from the IMB to the Public Safety Answering Point.  This message includes the Incident Session identifier, location of the incident, and any other information available as identified in the EPAD Profile.  (Note: initially this is a data system, but in the future there is no reason that voice cannot be handled on it as well, as another form of data.)

The police have asked (in EPAD) for notification of crashes so they in turn can notify the closest officer.  The IMB thus contacts the police computer aided dispatch system and sends a similar message that includes the Incident Session identifier, location of the incident, and any other information available as identified in the EPAD Profile (but not the personal medical information – which is only available to medical responders).

Dispatching by the PSAP and Police is asynchronous.  Figure 2 assumes that the Police CAD system can dispatch faster than the PSAP. Thus the next message shown in Figure 2 is the dispatch message from the CAD to the officer in the field who is closest to the crash.  

The next message in Figure 2 continues the actions by the Intelligent Message Broker contacting other interested agencies as specified in the EPAD Profile.  This message comes from the IMB and goes to the Department of Transportation so they can dispatch vehicles to clear the road and re-route traffic.  This message includes the Incident Session identifier, location of the incident, and any other information available as identified in the EPAD Profile for the DOT.

Likewise, the next message in Figure 2 shows the IMB contacting a hospital.  This message includes the Incident Session identifier, location of the incident, and any other information available as identified in the EPAD Profile for the hospital.  [Note: this could be both the closest emergency room and the regional trauma center, both of which would receive information until it was decided where the victim should go.]

The next message shown in Figure 2 is the last message sent by the IMB based on the EPAD Profile i.e. in this example, the Advanced Traveler Information Service provider is the last interested agency.  This message includes the Incident Session identifier, location of the incident, and any other information available as identified in the EPAD Profile for traveler information.

The next message shows the IMB accessing a Hospital Status Database (assumed to be in the Other Databases component in Figure 2) to determine what assets are available at different hospitals and which hospital would be the best choice for providing emergency medical care to the victim.  For example, the closest hospital may not have room for the patient or may not have the appropriate equipment for an incident of the specified severity.  This message includes the location of the incident, the Incident Session identifier, and the incident severity.

The Hospital Status Database responds to the IMB with a message indicating the most appropriate hospital for the victim.  This message includes the Incident Session identifier, the name of the hospital most appropriate for response, and the location of the hospital.

This is displayed for the dispatcher, who can accept the suggestion or override it with human judgement.

The PSAP then talks to the victim, confirms that it is Mr. Smith, and types into the system that he is 45 (age being a key determinant of the likelihood of injury.)  The Injury Algorithm is re-run based on this new information.

Figure 2 assumes that the PSAP now dispatches emergency medical staff in response to the incident.  (The amount of time that it takes the IMB to send all the messages up to this point is on the order of one to two seconds.  Figure 2 assumes that dispatching EMS takes more than 5 seconds.)  The EMTs are given their normal dispatch information and the Incident Session identifier.

When the PSAP dispatches the EMTs, the PSAP sends a message to the IMB informing the IMB that dispatch has occurred.  This message includes the Incident Session identifier, the identification of the dispatched EMS (called an EMS identifier), and the originating location of the EMS.  The IMB will use this information to provide an optimal route for the EMS to follow to get to the incident.

The next message in Figure 2 comes from the Department of Transportation to the IMB.  This message contains the Incident Session identifier, the location of the incident, and current traffic conditions on major routes around the incident.  [Note: all agencies responding here have access to a map-based display on which a variety of relevant information is displayed such as: this and other incident locations, current traffic, fleet location of emergency and other vehicles, and the like.  This display also shows the latitude and longitude of the 25 wireless 9-1-1 calls which are coming in reporting the incident.  They are rapidly dispatched because 9-1-1 knows from the location that they are reporting the same incident.]

The next message is a login from the EMS dispatched for this incident.  The login message includes the Incident Session identifier, and the EMS identifier. 

The IMB responds to the EMS login with a message providing details on the incident.  This message includes the Incident Session identifier, the location of the incident, traffic conditions around the incident, a map showing an optimal route for arriving at the incident, health information (which in this case informs the medics that Mr. Smith is allergic to Penicillin), and a recommended hospital for patient care.

Figure 2 assumes that the Police officer dispatched to the incident responds to the Dispatcher.  This message contains the normal response information used by the Police when acknowledging dispatch.

The last message shown in Figure 2 shows the Police Dispatch responding to the IMB indicating that police have been dispatched.  This message includes the Incident Session identifier and identification of the responding officer.

At this point in the scenario, all responding agencies as identified by EPAD have been notified and dispatched to the incident.  Through the remainder of the scenario the responding agencies update the IMB and each other.

Mr. Smith’s vital signs are uploaded to the IMB by the EMTs as they begin transport to the hospital.  The Urgency Algorithm is re-run again, and predicts the probability of certain internal injuries.  The on duty emergency physician begins giving advice to the EMTs about treatment for those.  A video feed may accompany this communication.


When the patient has been delivered into the ER’s care, the EMTs download their PDA into a PC at the hospital and finish typing their required report, using the patient record created initially when the crash occurred, and updated throughout the process.  Police do the same, using their version of the same basic data.

The treatment and outcome for Mr. Smith is the final entry in the IMB, and this one event is stripped of its individual identification and made part of a variety of archives which improve the Urgency Algorithm, and help manage EMS and health care.
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